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Influencing “Kidfluencing”:
Protecting Children by Limiting the Right to Profit From “Sharenting”

ABSTRACT

Statistics on children’s digital presences are staggering, with an overwhelming majority of children having unique digital identities by age two. The phenomenon of “sharenting” (parents sharing content of their children on social media) can start as early as a sonogram photo or a birth video and evolve into parent-run Instagram and TikTok accounts soon after. Content is often intimate, sometimes embarrassing, and frequently shared without children’s consent. Sharenting poses a myriad of risks to children including identity theft, digital kidnapping, exposure to child predators, emotional trauma, and social isolation. In the face of such significant risks to children’s well-being, one can only hope that parents will take care in deciding what information to share about their children online or whether to share at all. In recent years, that delicate risk calculus has been skewed by the potential to garner immense wealth from sharing content about children on sites like YouTube, TikTok, and Instagram.

It is high time that regulations protect the rights and privacy of children online. However, attempts to regulate sharenting itself will struggle to overcome the strong countervailing parental constitutional rights to free speech and parental autonomy. This Note proposes limiting the ability to profit from sharenting so that settled parental rights are undisturbed while the perverse incentive to expose children to immense risk for the possibility of profit is mitigated. This Note: (1) provides an overview of the phenomenon of sharenting, (2) surveys the current regulatory framework and its lapses in adequately protecting child influencers, (3) addresses the strong countervailing parental rights to parental autonomy and free speech, and (4) introduces an incentives-based solution to reduce the incidence of harmful child exposure online while respecting parental rights.
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INTRODUCTION

Many children today make their online debut in a sonogram Instagram photo, or a birth video shared on Facebook or YouTube. However they make their internet entrances, most children have distinct digital identities by age two.¹ The recent phenomenon of parents sharing content of their kids online has been dubbed “sharenting.”² The majority of sharenting happens on a small scale,


among networks of family and friends. Recently, however, sharenting has become increasingly commercial. A multibillion-dollar social media advertising industry has created a market hungry for kid-centric content. Content creators make money through sponsorships from retail giants like Walmart and Target, as well as through advertising revenue integrated into social platforms.

One family that has found huge commercial success across social media platforms is the LaBrant family. The family’s YouTube channels have a combined 18.1 million subscribers and TikTok accounts have a combined fifty-one million followers. Parents Cole and Savannah post content heavily featuring the personal lives of their four children. One of their most popular YouTube videos, which features their daughter’s birth, has twenty-four million views. Some of their other popular

---


5. See (Chloe) Ki, Chung-Wha, Park, Sangsoo, Kim, Youn-Kyung, Investigating the mechanism through which consumers are “inspired by” social media influencers and “inspired to” adopt influencers’ exemplars as social defaults, 144 J. OF BUS. RSCH. 264, 264 (2022); see, e.g., Miss Louis, Affordable EARLY FALL HAUL Walmart Try ON Haul under $50, YOUTUBE (Sept. 10, 2022), https://www.youtube.com/watch?v=rG-I2khIm5U[perma.cc/BZ7L-7ST3]; Holderness Family Music, Loaded Cauliflower Fried Rice Sponsored by @Target, YOUTUBE (Oct. 28, 2020), https://www.youtube.com/watch?v=UdGZrrks7Eo[perma.cc/L7XC-3LPT]; Google AdSense Help, Google Publisher Restrictions, https://support.google.com/adsense/answer/10437795?hl=en[perma.cc/JG8G-BAMG](last visited Sept. 18, 2020).


8. See, e.g., The LaBrant Fam, Meeting Our Baby Girl For The First Time. (Live Birth), YOUTUBE (Dec. 31, 2018), https://www.youtube.com/watch?v=pGSdRh3eZAt&t=12s[perma.cc/LQN3-8NPV].

9. See id.
videos have sparked controversy.\textsuperscript{10} In one video that has since been deleted, parents Cole and Savannah pranked their tearful daughter, then six years old, by convincing her that they were giving away the family dog.\textsuperscript{11} Another video, entitled “She got diagnosed with cancer. (documentary),” detailed a health scare involving their youngest daughter.\textsuperscript{12} Despite the misleading title, the parents reveal early in the video that they had merely “convinced [themselves]” their daughter had cancer, never actually mentioning a diagnosis.\textsuperscript{13} Diagnosis or not, the video used the details of their daughter’s personal health situation as a hook to introduce their video topic, which was about childhood cancer more broadly.\textsuperscript{14}

As in most family channels, the LaBrant children are the channel’s stars.\textsuperscript{15} Despite generating massive wealth for their family, the children lack any legal entitlement to the channel’s earnings, have no legal means to object to being featured in their parents’ content, and enjoy none of the protections that child workers enjoy in typical workplaces or even in traditional entertainment production settings.\textsuperscript{16} Due to constitutional rights of free speech and parental autonomy, parents have ultimate control over the information shared about their children online with little to no regulatory oversight.\textsuperscript{17}

\begin{itemize}
\item \textsuperscript{10} See Minyvonne Burke, Youtubers Cole and Savannah LaBrant’s prank on 6-year-old daughter about puppy sparks backlash, NBC NEWS (Apr. 2, 2019, 2:47 PM), https://www.nbcnews.com/news/us-news/youtubers-cole-savannah-labrant-s-prank-6-year-old-daughter-n990156 [perma.cc/8Q76-LBNS].
\item \textsuperscript{12} See The LaBrant Fam, She got diagnosed with cancer. (documentary), YOUTUBE (Aug. 28, 2021), https://www.youtube.com/watch?v=5mV7r75sil8&t=461s [perma.cc/4GDL-4NY3].
\item \textsuperscript{13} Id.
\item \textsuperscript{14} Id.
\item \textsuperscript{15} See, e.g., The Top 10 YouTube Family Channels in 2023, TASTYEDITS (Mar. 2, 2023), https://www.tastyedits.com/best-family-channels-youtube/ [perma.cc/RN4V-7SCA] (providing a list of ten popular family channels with their kids at the heart of their family channel).
\item \textsuperscript{17} See Moore v. City of E. Cleveland, 431 U.S. 494, 499 (1977) (recognizing that “freedom of personal choice in matters of marriage and family life is one of the liberties protected by the Due Process Clause of the Fourteenth Amendment.”); Wilmot v. Tracey, 938 F. Supp. 2d 116, 136 (D. Mass. 2013) (noting that the right to raise one’s children is “among the most venerable of the liberty interests embedded in the Constitution . . . protected by the Due Process Clause.”); U.S. CONST. amends. I, XIV.
\end{itemize}
This generation of child internet celebrities is rapidly growing and troublingly vulnerable to exploitation. The recent prevalence of sharing children's personal information online presents a generation with unprecedented risk, including identity theft, financial exploitation, digital kidnapping, exposure to child predators, psychological harm, cyberbullying, and social isolation. With such significant risks implicated, it is imperative that parents carefully consider what content to share about their kids online or whether to share at all. The potential to generate massive wealth from sharing such content skews this delicate risk calculus and introduces perverse incentives that put children at increased risk of experiencing the harmful outcomes listed above. It is possible and necessary for the law to protect children's rights and privacy on the internet.

Part I of this Note will provide an overview of the current prevalence of sharenting, outline the countervailing parental rights of free speech and parental autonomy that limit efforts to regulate sharenting directly, and survey how the current regulatory scheme governing child labor in the entertainment sector applies to, and ultimately fails to protect, child influencers. Part II of this Note surveys other proposed solutions and analyzes their effectiveness at targeting sharenting. Part III introduces the solution of limiting the right to profit from sharenting, rather than regulating sharenting itself. Limiting the extent to which parents can profit from sharing their children online would eliminate the financial incentive to expose children's private lives online while leaving the ultimate decision of whether to do so with...
parents, thus overcoming the constitutional obstacles faced by other proposed solutions.

I. BACKGROUND: SHARENTING, PARENTAL RIGHTS, AND THE CURRENT REGULATORY SCHEME

A. The Prevalence of Sharenting

Sharenting is a pervasive and increasingly common practice in American society.\textsuperscript{20} According to a Pew research study, 75 percent of parents use social media.\textsuperscript{21} By another study's count, roughly the same percentage of parents share images of and information about their children on social media.\textsuperscript{22} Only 24 percent of parents ask their children for consent before publishing their images or information online.\textsuperscript{23} Parents are largely comfortable with their children's online presence, even reporting approval of information shared by third parties about their children on social media.\textsuperscript{24} 88 percent of parents indicate that they have never felt uneasy about content posted about their children by other family members or caregivers on social media.\textsuperscript{25} Additionally, only 11 percent of parents have ever asked for content about their child posted by third parties to be removed from social media.\textsuperscript{26}

Sharenting admittedly has its benefits.\textsuperscript{27} A majority of parents using social media report receiving a “high level of support” from their social media networks, including emotional support and useful parenting information.\textsuperscript{28} However, these benefits come at the cost of children’s privacy. For every parenting tip shared, a parenting

\begin{footnotesize}
\begin{enumerate}
\item Duggan et al., supra note 3.
\item SECURITY.ORG, supra note 20.
\item Id.
\item Duggan et al., supra note 3.
\item Id.
\item Id.
\item Cf. id.; Mary Anne Lou T. Tolentino, Positive Effects of “Sharenting,” SXU STUDENT MEDIA, https://sxustudentmedia.com/positive-effects-sharenting/#:~:text=Overall%2C%20sharenting%20has%20more%20positive,to%20parents%20who%20need%20advice [perma.cc/7WSA-6JTC] (last visited Mar. 6, 2023) (“Overall, sharenting has more positive rather than negative effects and can help parents and the child in many different ways. Sharenting helps us save children who could possibly be suffering from child abuse as well as giving support to parents who need advice.”); see also Dan Seaborn, The benefits of ‘sharenting,’ HOLLAND SENTINEL, https://www.hollandsentinel.com/story/entertainment/human-interest/2015/04/10/the-benefits-sharenting/34782859007/ [perma.cc/3CX9-CDEL] (Apr. 10, 2015, 7:43 AM).
\item Duggan et al., supra note 3.
\end{enumerate}
\end{footnotesize}
INFLUENCING “KIDFLUENCING”

struggle—which inherently closely involves a child—is published. For every troublesome rash diagnosed, a photo of a child’s troublesome rash has been posted publicly. For every disciplinary strategy offered, a child’s behavioral issue has been broadcast in cyberspace. Even in non-commercial sharenting, information shared reaches at least the parent’s entire network, only one-third of which is typically comprised of their “real friends.” Roughly one-quarter of the time, the content is posted with no privacy controls, available for anyone in the world to see.

Beyond private sharenting among relatively close networks of family and “friends,” there is a flourishing industry of commercialized “sharenting.” Companies like Walmart and Target have noticed the market among parents for support in childrearing and among children for relatable content featuring kids who are just like them. The social media advertising industry is projected to reach seventy billion dollars in the United States in 2023 and 200 billion dollars worldwide. Top-earning family channels producing family- and kid-centric content, like that of Cole and Savannah LaBrant, consistently garner earnings well into the multimillions of dollars. The aggregate effect of sharenting in its various forms is that an overwhelming majority of children have “unique digital identities” by

29. See generally L. Lin Ong, Alexa K. Fox, Laurel Aynne Cook, Claire Bessant, Pingping Gan, Maria Grubbs Hoy, Emma Nottingham, Beatriz Pereira & Stacey Barello Steinberg, Sharenting in an evolving digital world: Increasing online connection and consumer vulnerability, 56 J. CONSUMER AFFS. 1106 (June 19, 2022) (cataloguing the positive connections sharenting presents to others while simultaneously creating concerns related to children’s privacy and well-being).

30. Duggan et al., supra note 3.

31. SECURITY.ORG, supra note 20.


With so much to be gained from commercial sharenting, parents face the alluring incentive of spontaneous fame if their casual sharenting goes viral. Once a family has made a business out of their social media presence, they may be loath to walk away from the hefty paychecks even if they realize the pernicious effects such widespread notoriety has on their children.

The consequences of sharenting are varied and troublesome. Known risks include identity theft, financial exploitation, digital kidnapping, exposure to child predators, psychological harm, cyberbullying, and social isolation. PNC Bank warns that a social media page is “like a modern-day scrapbook” serving up information that can be accessed and used to steal a child’s identity outright, or to create a “synthetic identity” combining certain aspects of the child’s identity with other unrelated information. Children are particularly attractive targets for this kind of theft because they ubiquitously lack bad credit history, making it seamless for thieves to open lines of credit in their names.

Children may not discover that they’ve been victimized until years down the line, when they apply for student loans or their first jobs.

The unsettling phenomenon of digital kidnapping occurs when a stranger lifts a child’s photo from the internet and posts it as though the child is their own. The director of the Commission of Missing and Exploited Children Len Edwards reports seeing this practice “quite frequently.” Digital kidnappers mark their lifted photos with hashtags in common to create a community of people role-playing as parents.

36. See Lorenz, supra note 1.
39. See Masterson, supra note 16, at 593–96; McGinnis, supra note 19; Saragoza, supra note 19; Verswijvel et al., supra note 19; PNC, supra note 19; Coughlan, supra note 19; Nottingham, supra note 19; Bearak, supra note 19.
40. PNC, supra note 19.
41. See id.
42. See id.
44. See id.
45. See id.
Social media use also opens children up to cyberbullying. Most children with social media presences experience some form of cyberbullying. One in five children report having skipped school due to cyberbullying and violence. Experiencing cyberbullying increases children's risk of both self-harm and suicidal behaviors. The statistics available on cyberbullying survey the general population of children who use social media. The vulnerability to cyberbullying likely grows with the size of a child's audience. Thus, cyberbullying and its accompanying risk factors are even further magnified for those children who are notable personalities on social media.

Finally, sharing information and photos about children online can expose kids to child predators. Predators are known to pull images of children directly from parents' social media accounts. Sometimes these images are reposted as-is to websites frequented by pedophiles, while other times images are edited and transformed into "morphed [child sexual abuse material]." "Deepfake" technology, which allows for creation of hyper realistic alterations of images and videos, introduces an additional dimension to this risk. Beyond the digital realm, crafting posts that include real-time information about location

46. SECURITY.ORG, supra note 20.
47. Id.
50. UNICEF, supra note 48.
54. Steinberg I, supra note 51, at 936; Deepfake, MERRIAM-WEBSTER, https://www.merriam-webster.com/dictionary/deepfake [perma.cc/HLT4-3KEL] (last visited Apr. 1, 2023) ("[A]n image or recording that has been convincingly altered and manipulated to misrepresent someone as doing or saying something that was not actually done or said.").
can also provide bad actors with information about children's whereabouts or tip them off that a parent may not be home.\textsuperscript{55}

There are many consequences yet left unknown. The most popular social media sites have all launched within the last twenty years.\textsuperscript{56} The oldest of today's mainstream social sites, YouTube, first dawned in 2005 and TikTok emerged most recently in 2016.\textsuperscript{57} Two other social media giants, Twitter and Instagram, launched in 2006 and 2010, respectively.\textsuperscript{58} The first generation of children raised publicly on these sites is just now reaching the age where they and others can even begin to analyze the effects that such revolutionary degradation of privacy has had on their well-being.

\textbf{B. Parental Rights}

While concerns relating to children's best interests abound, the countervailing interests of parental rights are strong and have potential to frustrate regulatory efforts targeting sharenting. In the United States, the right to parental autonomy is constitutionally well-established.\textsuperscript{59} A parent's right to raise their children as they see fit is protected by the Due Process Clause of the Fourteenth Amendment.\textsuperscript{60} Of course, this right is not absolute, and the State, too, has a duty to protect children's welfare.\textsuperscript{61} For example, parents must not abuse their children and must protect children from known abuse by others.\textsuperscript{62} Parents also have certain duties under common law and state statutes

\begin{flushright}


\textsuperscript{57} See BRITANNICA I, supra note 56; Tidy & Galer, supra note 56.

\textsuperscript{58} See BRITANNICA II, supra note 56; Bruner, supra note 56.

\textsuperscript{59} See Jones v. Cnty. of Los Angeles, 802 F.3d 990, 1000 (9th Cir. 2015) (holding that parents have an established constitutional right to live with their children without governmental interference); Moore v. City of E. Cleveland, 431 U.S. 494, 499 (1977) (recognizing that "freedom of personal choice in matters of marriage and family life is one of the liberties protected by the Due Process Clause of the Fourteenth Amendment").

\textsuperscript{60} See Jones, 802 F.3d at 1000; Moore, 431 U.S. at 499; In re A.H., 992 N.E.2d 960, 966 (Ind. Ct. App. 2013); U.S. CONST. amend. XIV.


\end{flushright}
to provide reasonable care for their children and to protect their welfare as an ordinarily prudent person would see fit. Family relations and rights are established by state law, and when abuse is shown, a state has a compelling interest in restricting a parent’s rights.

One might argue that, given the known risks of sharenting, parents who share gratuitously about their children online are vulnerable to government intervention because they are not acting in the “best interest of the child.” However, the best interests of the child standard is alone insufficient to determine appropriateness of state intervention in parental decision-making. A state’s interest in interfering with parental autonomy in raising a child is only compelling in circumstances involving avoidance of substantial harm. In the case of sharenting, the uncertainty that risks will materialize into substantial harm in every case could complicate an attempt to classify the practice as substantial harm warranting direct government intervention.

Stemming from parents’ control and dominion over their children, parents in many states are entitled to require their children to work in a family business. If parents don’t resort to otherwise illegal means to compel their children to work (i.e. engaging in independently criminal conduct or abuse), they are given ample discretion in raising their children, including deciding whether and how much their children will work in a family business. Furthermore, parents in many states are entitled to their children’s earnings until they reach age eighteen or are emancipated.

Beyond parental autonomy, the right of free speech would also be implicated by any direct effort to limit sharenting. Under the First Amendment, a parent should be able to share whatever they please.

---

64. See, e.g., Ex parte Burrus, 136 U.S. 586, 593–94 (1890); Gehrke v. Gehrke, 115 A.3d 1252, 1258 (Me. 2015).
68. See FLSA - Child Labor Rules Advisor, U.S. DEPT OF LAB., https://webapps.dol.gov/elaws/whd/flsa/cl/exemptions.asp [perma.cc/4L6B-S3YQ] (last visited Apr. 1, 2023); 29 C.F.R. § 570.2(a) (2023) (unless the work is in a manufacturing business, another hazardous industry, involves operating heavy machinery, selling age restricted products, or making deliveries, there are no federal legal limits on requiring children to work).
69. See FLSA: Child Labor Rules Advisor, supra note 68.
71. U.S. CONST. amend. I.
within reason, on their own social media accounts. The First Amendment bars enactment of certain laws that would infringe on free speech, which is a fundamental right. As a result, laws which would limit speech based on their content are reviewed under strict scrutiny—the most exacting standard of judicial review. Furthermore, the Supreme Court has recognized social media as "one of the most important places to exchange views" in the First Amendment context. Of course, First Amendment speech rights are not absolute. For example, obscenity and libel are not protected. Additionally, threats of injuries to others communicated online are not protected. As sharenting typically does not implicate any of these narrow exceptions, a parent's right to share content about their children on their online social accounts is likely well within the protection of the First Amendment.

C. Overview of the Current Regulatory Scheme

1. The Fair Labor Standards Act

The Fair Labor Standards Act (FLSA), administered by the Department of Labor, is one of the major federal laws safeguarding workers' rights. The FLSA was enacted in large part to protect employees from harmful labor conditions and, importantly, regulates wages and hours. It also includes numerous exceptions. One such exception is the so-called "Shirley Temple Act," which contains an exemption for child actors. This exemption was motivated in part by

---

72. See id.; Toffoloni v. LFP Publ'g Grp., 572 F.3d 1201, 1206 (11th Cir. 2009); Packingham v. North Carolina, 137 S. Ct. 1730, 1732 (2017).
73. See, e.g., Toffoloni, 572 F.3d at 1207–08; Packingham, 137 S. Ct. at 1738.
75. See Packingham, 137 S. Ct at 1732.
76. See, e.g., Roth v. United States, 354 U.S. 476, 483 (1957) (noting that "the unconditional phrasing of the First Amendment was not intended to protect every utterance").
77. See id.
78. See Elonis v. United States, 575 U.S. 723, 726 (2015); Toffoloni, 572 F.3d at 1208; Packingham, 137 S. Ct. at 1732; U.S. Const. amend. I.
79. See Toffoloni, 572 F.3d at 1208; Packingham, 137 S. Ct. at 1732; U.S. Const. amend. I.
82. 29 U.S.C. § 213.
83. Id. at § 213(c); see Kimberlianne Podlas, Does Exploiting a Child Amount to Employing a Child? The FLSA's Child Labor Provisions and Children on Reality Television, 17 UCLA ENT. L.
the popularity of Shirley Temple in the 1930s.\textsuperscript{84} Her movies provided a morale boost to downtrodden American audiences during the Great Depression, and Congress did not want to cut her career short by imposing restrictive child labor laws.\textsuperscript{85} Furthermore, the child actor exemption was justified by Congress's belief that child acting was neither oppressive nor dangerous.\textsuperscript{86} Rather, Congress considered work in the entertainment industry to be a beneficial opportunity for children to hone their creative skills and talents.\textsuperscript{87}

As child acting was not considered oppressive labor, and was thus excepted under the FLSA,\textsuperscript{88} "kidfluencing" too would likely fall outside the Act's bounds. Social media production by influencers, which takes place within the home and often captures the minutia of children's everyday lives, is likely even less oppressive from a labor perspective than is traditional child acting.\textsuperscript{89} There is often no "workplace" involved, no production team commandeering projects, and no lines to be memorized. For these reasons and others, influencing looks even less like "work" than does child acting. Reality TV, too, is a space in which children are exploited for a profit while not necessarily "working" as an "employee" in the way that the FLSA contemplates.\textsuperscript{90} In reality TV, as in social media, the ultimate guardian of a child's rights is the parent rather than federal labor law.\textsuperscript{91}

Even if social media production, or child acting in general, were incorporated into the FLSA, the majority of child influencers would still not be covered.\textsuperscript{92} The FLSA has an additional exception for children under age sixteen working in a business owned by their parents.\textsuperscript{93} Since most social media sites have minimum age requirements to have accounts, child influencers' accounts, whether presented as the child's own account or as a family account, are typically run by their parents.\textsuperscript{94}

\textsuperscript{84} See 82 CONG. REC. 1692, 1780 (1937); 83 CONG. REC. 7441 (1938).
\textsuperscript{85} See 82 CONG. REC. 1780, 1795 (1937).
\textsuperscript{86} See id. at 1780; 83 CONG. REC. 7441 (1938).
\textsuperscript{87} See 82 CONG. REC. 1780 (1937).
\textsuperscript{88} 29 U.S.C. § 213.
\textsuperscript{89} See, e.g., Maheshwari, supra note 4.
\textsuperscript{90} See Podlas, supra note 83 (concluding that children who act on reality TV shows, though exploited, are not employees and that therefore they fall outside of the coverage of the FLSA).
\textsuperscript{91} See id. at 72–73.
\textsuperscript{92} See FLSA- Child Labor Rules Advisor, supra note 68; 29 C.F.R. § 570.2(a)(2) (2023).
\textsuperscript{93} See FLSA- Child Labor Rules Advisor, supra note 68; 29 C.F.R. § 570.2(a)(2).
\textsuperscript{94} Terms of Service, YOUTUBE, https://www.youtube.com/static?template=terms [perma.cc/EX2T-CM8L] (last visited Apr. 1, 2023) (minimum age of 13); Terms of Service, TIKTOK,
This FLSA exemption is another example of the extreme deference given to parents when it comes to the exploitation for profit or employment of their children.\textsuperscript{95}

2. The Coogan Law

Another consequential piece of legislation for child actors is the Coogan Law.\textsuperscript{96} The Coogan Law’s namesake, Jackie Coogan, was a famous child actor who starred in Charlie Chaplin’s 1921 film, The Kid.\textsuperscript{97} Coogan was immensely successful and popular throughout the 1920s, but was unfortunately left with none of his earnings by the time he would have legally had a right to take possession of them.\textsuperscript{98} California’s Coogan Law requires that 15 percent of a minor’s gross wages be withheld by the employer and deposited into Blocked Trust Accounts in the first fifteen days of employment.\textsuperscript{99} This ensures that at least a portion of child actor’s earnings are preserved for them to take possession of once they reach the age of majority.\textsuperscript{100} While Coogan accounts are currently mandated in five states, there is no federal Coogan Law.\textsuperscript{101}

Moreover, social media influencers are not yet mandated to open Coogan accounts in any state.\textsuperscript{102} While California lawmakers considered a bill that would incorporate “social media advertising” into the relevant definition of employment in child entertainment law, the version of the bill that passed was vastly underprotective.\textsuperscript{103} A similar bill was introduced in the New York Assembly that would broaden the scope of child performer laws to include “children who participate in online videos that generate earnings,” thus requiring the guardians of

\begin{footnotes}
\footnote{See FLSA: Child Labor Rules Advisor, supra note 68; 29 C.F.R. § 570.2(a)(2).
\footnote{See id.}
\footnote{See id.}
\footnote{See id.}
\footnote{See id.}
\footnote{See id.}
\footnote{A.B. 2388, 2017-18 Reg. Sess. (Cal. 2018); see MORGAN STANLEY, supra note 96.}
\footnote{See MORGAN STANLEY, supra note 96.}}
those children to establish Coogan accounts on their behalf. However, this bill is still in Committee. The current lack of a Coogan account requirement for child internet stars leaves them vulnerable to financial exploitation with no guarantee of seeing the profits from their work.

3. Children’s Online Privacy Protection Act

Another law relevant to the topic of children’s internet privacy rights is the Children’s Online Privacy Protection Act (COPPA), administered by the Federal Trade Commission (FTC). COPPA and its associated rules require operators of websites directed to children under age thirteen to obtain parental consent for collection or use of personal information of minor users. COPPA reflects widespread governmental acknowledgement of children’s right to privacy and the threats to their privacy present online. However, it only addresses the privacy of children in their capacity as internet content consumers, not as content creators and stars. Additionally, it again highlights legal deference to parents regarding the privacy interests of their children. Rather than preventing sites’ collection of children’s data online, COPPA only requires that sites obtain parental consent for the collection or use of personal information of minor users. Thus here, too, parents have ultimate say over whether their children’s information is exploited on the internet.

The FLSA and COPPA both give deference to parents when it comes to choosing their children’s working conditions, hours, and exposure online. However, Coogan Laws highlight how the interests of child actors and their parents are not always aligned. They demonstrate the need for protection of child actors from their parents,


107. See COPPA, supra note 106.


109. See COPPA, supra note 106.

110. 16 C.F.R. § 312.5.

111. Id. at § 312.4–312.5.

112. See id.

113. See FLSA Child Labor Rules Advisor, supra note 68; 29 C.F.R. § 570.2(a)(2); 16 C.F.R. § 312.5.

114. See SAG-AFTRA, supra note 97.
particularly when money is involved.\textsuperscript{115} Child internet stars have fallen through the cracks of each of these existing regulatory schemes. Since child internet stars are exempted from the FLSA, are not the group benefitted by the Child Online Privacy and Protection Act, and are not within the definition of child performers that would entitle them to Coogan accounts, they are vulnerable to exploitation on multiple fronts.\textsuperscript{116} Child influencers are wholly at the mercy of their parents, whose interests may not always be completely aligned with their own, particularly when there is so much money to be made.

III. ANALYSIS OF ALTERNATIVE SOLUTIONS

As the popularity of internet content centering on children as its stars has grown, scholars have begun recognizing the harmful effects of the practice on children and considering potential solutions to mitigate the harm and defend the rights of children online.\textsuperscript{117} Proposed solutions approach the situation in a variety of creative ways.\textsuperscript{118} Though each targets different aspects of the problem, they all fall short of presenting a practicable and effective comprehensive solution.\textsuperscript{119}

\textbf{A. Tort-Based Approach}

One possible solution attacks the sharenting problem with an approach centered in tort law. Under this approach, parental disclosures of their children’s sensitive personal information via online platforms would be prohibited where the content has the reasonably foreseeable potential to directly cause a legal injury.\textsuperscript{120} Though this approach would give negatively impacted children a means of legal
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recourse against their parents, it falls short in multiple ways.\textsuperscript{121} As a threshold matter, parents are traditionally immune from tort suits by their children.\textsuperscript{122} While children are protected against their parents by criminal law, they typically are not entitled to civil redress.\textsuperscript{123} Even if a child privacy suit fell into one of the exceptions of the parent-child tort immunity doctrine,\textsuperscript{124} it would still be unsatisfactory in addressing the ills of sharenting for two additional reasons. First, tort law is reactive rather than proactive. In many cases, irreparable damage will already have been done to a child by the time they could bring an action against their parent.\textsuperscript{125} Second, a proposal for such a direct legislative limit on sharenting would be unlikely to overcome the strong countervailing parental rights of free speech and parental autonomy.\textsuperscript{126}

\textbf{B. Public Health Approach}

Another possible solution approaches the sharenting problem as one of public health.\textsuperscript{127} By treating sharenting as a public health issue, the solution would primarily rest upon public education campaigns focused on informing parents of the risks associated with sharenting and encouraging them to consider these risks in deciding the degree to which they will share their children online.\textsuperscript{128} This approach recognizes from a parental autonomy and free speech perspective that parents will realistically have the final say when it comes to whether to share their children online.\textsuperscript{129} However, this solution fails to contemplate
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commercial sharenting. This lapse is significant for two reasons. First, it overlooks the maligned incentives introduced in the realm of commercial sharenting. While a public education campaign promulgating "best practices" for parents hoping to protect their kids' privacy online might influence parental decision-making when it comes to casual sharenting, it would unlikely have significant effect on commercial sharenting. The massive financial incentives driving the commercial sharenting industry might not be upset by an educational campaign encouraging different parental behavior. Second, it prematurely abandons the possibility of regulating sharenting altogether because of the roadblock that countervailing parental rights presents to direct regulation. While it may be difficult or impossible to regulate casual sharenting directly, the realm of commercial sharenting is ripe for regulation based in commercial incentives.

C. Expanding the Entertainment Law Regime

Another potential solution to the sharenting problem is expanding the existing entertainment law framework to cover child social media stars. This approach would involve incorporating child influencers into the relevant definitions of state and federal legislation so that they would enjoy the same protections as similar employees. Protecting child influencers through these means would surely afford children with greater protections over their earnings, ensure certain minimum standards for working condition, and lead to caps on hours worked. However, the approach would do little to address the unique harms of commercial sharenting. While current entertainment laws are designed to address working conditions on sets and studios and the Coogan Law protects children's earnings, they do not aim to limit the dissemination of private information and content shared about children's personal lives. Existing legislation covering traditional entertainment workers thus does not address the privacy concerns

130. See Steinberg II, supra note 51 at 867-68 (Steinberg asserts that "the vast majority of parents who share personal information about their children on the Internet do not intend to ignore their children's well-being." This claim is made in the context of casual sharenting and does not apparently contemplate the incentives introduced in the big business of commercial sharenting).

131. STATISTA, supra note 34.

132. See Steinberg II, supra note 51, at 869-77.

133. See Riggio, supra note 117, at 515-16 (advocating for applying existing entertainment law to family vloggers on YouTube).

134. See id. at 516–23.

135. See id.

136. See SAG-AFTRA, supra note 97.
specially implicated by the broadcasting the intimate details of children’s home lives on the internet.

**D. Adopting the “Right to Be Forgotten”**

Many countries, particularly European countries, recognize a right to be forgotten.\(^{137}\) This right allows individuals to petition internet providers to have their personal information hidden from search results.\(^{138}\) One potential solution to the current sharenting problem is applying the “right to be forgotten” in the United States.\(^{139}\) Similarly to the tort-based approach, implementing a “right to be forgotten” framework in the United States would be reactive so would potentially also be too little too late. Damage to children would already be done by the time they reached the age at which they could petition for erasure of their information online.

**III. SOLUTION: BALANCING INCENTIVES BY LIMITING THE RIGHT TO PROFIT FROM SHARENTING**

To balance parents’ constitutional rights to independently raise their children and share freely about their children on the internet with the risks associated with children’s information being publicly available early in their lives, regulatory efforts should focus on limiting the profitability of private content of children on the internet.\(^{140}\) While directly regulating parents’ ability to freely share about their children on social media may infringe on constitutional due process and free speech rights,\(^{141}\) limiting parents’ ability to profit from sharing that information does not. Additionally, only restricting monetization of certain sensitive content (what this Note will define as “private content”) featuring children, rather than all content featuring children, would protect children from many risks associated with commercial sharenting while avoiding unduly stifling the industries of social media production and advertising.
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A. Overview of Influencer Compensation Models

There are two primary ways in which influencers receive compensation for their content: (1) payments from social media platforms, when the site passes revenue from ads placed by third parties on creator content through to creators; and (2) direct sponsorships, when advertisers contract directly with creators to pay for posts promoting their products.142 Each social media site administers the first type of compensation differently. However, all sites’ compensation models include conditions and requirements for content to be fully monetized.143

On YouTube, a primary compensation mode is Google AdSense.144 AdSense matches ads to creator pages based on their content and viewer demographics.145 Advertisers pay for the ads once they are matched with a creator’s content.146 There are already limitations on the type of content that is eligible for advertising.147 Sexual content, shocking content, content featuring explosives, guns and other weapons, tobacco, drug, and alcohol misuse, online gambling, and unapproved pharmaceuticals and supplements are all subject to content restrictions.148 If videos include restricted content, fewer (or even no) advertising sources will be eligible to bid to place their ads on them.149

On TikTok, a primary compensation mode for users is the TikTok Creator Fund.150 The Creator Fund requires that accounts be in good standing, “adhering to the platform’s community guidelines and
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best practices,” and it pays based on a “variety of factors.”151 TikTok’s Community Guidelines already include a section devoted to minor safety.152 TikTok prohibits activities that “perpetuate the abuse, harm, endangerment, or exploitation of minors.”153 In particular, the Community Guidelines prohibit “sexual exploitation of minors,” “grooming behavior,” “nudity and sexual activity involving minors,” “harmful activities by minors,” “physical and psychological harm of minors,” and “crimes against children.”154 While these limitations on sharing and monetization of kid-centric content are important, they still fall short of the monetization regulation that would effectively disincentivize sharenting. Since TikTok’s limitations on the types of content that can be monetized are one and the same as the types of content that can be posted at all,155 the bar for demonetization is too high to disincentivize harmful sharenting.

On Instagram, there are multiple options for monetization, including subscriptions156 (monthly payments from viewer to creator), badges157 (payments from viewer to creator during live streams), and payments from the platform to the creator for ads which run during IGTV videos (Instagram TV).158 The last payment distribution scheme is similar to the AdSense system on YouTube.159 Like in the AdSense system, IGTV payments are limited when content falls into certain restricted categories, including “debated social issues,” “tragedy or conflict,” “objectionable activity,” “sexual or suggestive activity,” “strong language,” and “explicit content.”160 These platform-administered compensation schemes each attach conditions to content subject matter in order for creators to
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receive their allotted ad revenue from their posts. Direct sponsorships, on the other hand, are administered via contract between advertising company and creator. Social media platforms thus lack control over the profitability of content funded directly by a sponsoring company beyond ensuring that sponsored content comports with the minimum requirements of their community guidelines.

B. How to Limit Profitability of Kid-Centric Content

There are multiple avenues for limiting the profitability of kid-centric content. The first option is a legislative solution. Congress has acknowledged the risks posed to children in the digital age by its passage of COPPA, and some state legislatures have acknowledged the vulnerabilities of child actors by their passage of Coogan Laws. If attention were drawn to the intersectional class of child internet stars and the cracks they fall through in the FLSA and other existing legislation, congressional action would be plausible. An ideal law combatting the harms of commercial sharenting would limit the profitability of private content featuring children, and would apply both to ad payments administered by platforms and to direct contracts between advertisers and creators.

Another path to limiting profitability of kid-centric content is a potential regulatory solution. This avenue is less straightforward because the issue sits at the jurisdictional intersection of multiple regulatory agencies and is not clearly within the purview of any one agency. While the FTC regulates advertising, it focuses on protecting the public from deceptive and unfair business practices, not on protecting the participants in advertising from exploitation. While the Federal Communications Commission (FCC) regulates communications by placing restraints and obligations on broadcasters who use cable, radio, and television, it does not regulate online
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INFLUENCING "KIDFLUENCING"

content. Various agencies whose missions are to protect children similarly would not have a natural role of controlling profitability of online content.

Another avenue for limiting the profitability of kid-centric content would be a solution based in contract law. Under this approach, contracts dealing in private content featuring children might be considered void for public policy. Courts invalidate contracts as unenforceable on grounds of public policy when they circumvent other laws or institutions or go against “some overriding interest of society.” There is no exhaustive list of what kinds of contracts might be unenforceable for public policy, and doctrine evolves over time along with society’s changing interests. As society becomes more attuned to children’s vulnerabilities and privacy on the internet, it is more likely that courts could (and should) consider public policy when encountering contracts involving monetized sharenting. If courts saw contracts dealing in private content of non-consenting children as against societal interest, they could deem such contracts unenforceable on grounds of public policy. This solution would likely primarily affect sponsorships agreed to directly between advertisers and creators and might not impact eligibility for platform-administered ad payouts.

C. Defining Private Content

Regardless of the implementation strategy employed, a clear definition of the content for which profitability is limited is crucial. Major benefits could be gained from limiting profitability of certain
types of content featuring children even without limiting profitability of all content featuring children indiscriminately. Limiting only certain kinds of kid-centric content, those that feature the types of "private content" leaving children vulnerable to specific harms, would impart significant benefits.

As a starting point, there are five types of content that relate to the reported harms of social media exposure of children that should be defined as "private content" and thus be limited in profitability: (1) content shot in the home; (2) content shot while children are seemingly unaware that they are being filmed; (3) content featuring children in any state of undress; (4) content revealing personal information about a child, including but not limited to address, school attended, real-time location, and medical information; and (5) content featuring children in emotional or physical distress. Limiting the profitability of these particular types of content would still allow for a robust social media advertising industry—even one that features children within measure—while still disincentivizing the publishing of content likely to compromise children's dignity, privacy, and security. While parents would still have ultimate discretion over whether to share content falling into these categories, they could not expect to profit from sharing such content.

D. Benefits of Limiting Profitability of Content Featuring Children

This solution would provide multiple benefits. First, it would remove the monetary incentive for parents to expose children's private lives to the world. Second, it would leave parents' rights to free speech and autonomous childrearing undisturbed while empowering them to make decisions with the best interest of the child at heart, unaffected by prospect for monetary gain. The benefits of this incentives-based approach overcome many problems that other proposed regulatory solutions face. Specifically, this solution would be more effective than a tort-based approach or an approach based in the "right to be forgotten" because it is prospective rather than retroactive. Given the nature of privacy interests, much of the damage to affected children would already be done by the time a child reached the age at which they could bring a civil suit against their parents or petition a website to take down content. Eliminating the huge profit-driven incentives to share sensitive material about children on the internet would reduce the
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incidence of harmful sharenting in the first place, thus better protecting children’s interests.

This approach would also be more effective than a public health approach, particularly in combatting commercial sharenting. While a public health campaign informing parents of potential risks to children presented by sharenting may affect the decision-making of individuals engaged in casual sharenting, it might be unlikely to sway individuals presented with the prospect of garnering immense wealth by doing so. Conversely, this approach would remove that perverse incentive scheme altogether, thus effectively targeting parents engaged in commercial sharenting, which arguably has the broadest and most harmful reach of all types of sharenting. This approach would also be more effective than expanding the entertainment law regime because while expanding the entertainment law regime would secure child internet stars’ right to a portion of the profits their content earns, it would not afford them any increased privacy protections.

IV. CONCLUSION

Social media marketing is an established and growing industry. Children’s role in this industry is one that generates views, clicks, likes and, ultimately, profit. At the same time, the prospect of profiting from the use of children in social media advertising through kidfluencing and commercialized sharenting opens featured children to a world of risks. From identity theft to financial exploitation, digital kidnapping to child predator exposure, and psychological harm to cyberbullying, child stars on the internet are thrust into a public and vulnerable position before they are even old enough to give legal consent. These risks might be more palatable if the children involved stood to enjoy a fair portion of the profit from the content in which they star or if their participation were treated as work and thus subject to regulation under the FLSA. At present, child internet stars are neither entitled to their earnings via a protected Coogan account nor protected under the compensation requirements of the FLSA. This situation is ripe for regulation. As parents have strong rights under the
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Constitution to publish freely on the internet and to raise their children as they see fit, direct limitation of sharenting would unlikely pass constitutional muster.\textsuperscript{181} As such, an effective avenue through which to regulate sharenting is an incentives-based approach.\textsuperscript{182} Rather than restricting the right to “sharent” at all, limiting the right to profit from certain kinds of particularly harmful sharenting would reduce the incentive for parents to expose their children to such vast risks on the internet.\textsuperscript{183} Whether implemented through a legislative, regulatory, or public policy contract limitation, restricting the right to traffic in private content featuring children that: (1) is shot in the home; (2) is shot while children are seemingly unaware that they are being filmed; (3) features children in any state of undress; (4) reveals personal information about a child, including but not limited to address, school attend, real-time location, medical information; and (5) features children in emotional or physical distress would simultaneously respect parental rights and benefit child stars who themselves have little to no control over the content published about them on the internet.\textsuperscript{184} Limiting regulation to these particularly suspect categories of content would preserve a role for children in social media advertising while disincentivizing the publishing of content most likely to compromise children’s dignity, privacy, and security.\textsuperscript{185}
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