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ABSTRACT

On June 5, 2013, an article in the Guardian revealed highly classified information about surveillance operations being performed by the United States National Security Administration (NSA). The source of this information was a former NSA contractor named Edward Snowden. After arriving in Moscow on June 23, Snowden spent the next forty days in the transit area of Sheremetyevo International Airport in a bizarre state of geopolitical purgatory. Eventually, Russia granted Snowden temporary asylum for one year, followed by a three-year residency permit. This Note uses Snowden’s circumstance to consider the current state of international political asylum within the context of domestic whistleblower regimes. The technological progress of the early twenty-first century has enabled not only previously unimaginable intelligence-gathering capabilities but also the capacity to instantaneously alert countries throughout the world to the existence of such activities. This Note addresses the resulting tension by recommending a range of preventative measures and suggesting an evolution in domestic applications of international asylum law.
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I. THE SNOWDEN AFFAIR

On June 5, 2013, the Guardian published an article under the headline, “NSA collecting phone records of millions of Verizon customers daily.” The article contained a copy of a classified order from the U.S. Foreign Intelligence Surveillance Court (FISA Court). The order required telecommunications company Verizon Wireless to provide the National Security Agency (NSA) certain metadata from all of its customers’ domestic phone calls from April 25, 2013, through July 19, 2013. In the months following this disclosure, numerous articles revealing further highly classified information about the surveillance apparatus of the United States would appear in the Guardian, Der Spiegel, Le Monde, and other media outlets.


2. See Foreign Intelligence Surveillance Court, FED. JUD. CTR., http://www.fsis.gov/history/home.nsf/page/courts_special_fisc.html (last visited Jan. 7, 2013) (stating that the FISA Court is a “special court” established by Congress in 1978 “to review applications for warrants related to national security investigations”).

3. Greenwald, supra note 1 (indicating that the order authorized the collection of “the numbers of both parties . . . , location data, call duration, unique identifiers, and the time and duration of all calls”).

The source of the classified national security information was a former NSA contractor named Edward Snowden. On June 5, at the time the initial article was published, Snowden had already positioned himself beyond the direct reach of American authorities. On June 9, from a Hong Kong hotel room, Snowden revealed his identity as the source behind the disclosure. On June 21, the Washington Post reported that U.S. federal prosecutors had brought three criminal charges against Snowden: two charges under the 1917 Espionage Act and one charge of theft. Fearing extradition, Snowden flew to Moscow on June 23. For the next forty days, Snowden stayed in the transit area of Sheremetyevo International Airport in a bizarre state of geopolitical purgatory.

During his time in both Hong Kong and the Sheremetyevo Airport, Snowden submitted applications for asylum to over twenty countries. Snowden's asylum requests were largely unsuccessful. Countries either denied his claim outright or refused to consider his application on procedural grounds. After June 21, the United States


8. See id. (explaining that Edward Snowden left the United States for Hong Kong on May 20, 2013).

9. See id. (recounting the revelation of Edward Snowden’s identity in a Hong Kong hotel room).


12. See id. (describing the nearly forty days Snowden spent hiding in the Sheremetyevo International Airport).


14. Many countries would not make a substantive judgment of Snowden’s asylum case unless he followed their required procedures of submitting an application from within their countries or at their borders. See id. (“The Netherlands, Switzerland,
suspended the validity of Snowden's travel documents. Although Venezuela and Nicaragua offered Snowden asylum, this suspension left him unable to arrange travel to either country. Eventually, Russia granted Snowden temporary asylum for one year on August 1, 2013. Russia's decision sparked disappointment and anger from the United States and further strained diplomatic relations between the two countries, which were already upset by the surveillance disclosures.

Snowden's saga highlights the potential dynamics at play where an asylum applicant claims to be a political dissident. Even though there is a uniform international law of asylum, standardized law does not necessarily lead to consistent application. Individual countries are responsible for interpreting and applying this uniform international law within their own borders. Political considerations inevitably affect asylum decisions. For example, two Latin American countries with relatively adversarial relationships toward the United States offered full asylum to Snowden. Because these countries perceived Snowden a dissident, offering asylum demonstrated political allegiance to his cause.

Spain, Norway, Ireland, and Austria said asylum applications are only considered when made by people inside their territory or at their border.

15. See Kelly, De Carbonnel & Heritage, supra note 11 (reporting that Snowden's passport had been revoked).
18. Id.
19. See id. (reporting that the United States was considering withdrawing from a previously planned summit meeting scheduled for September 2013).
20. See Greenwald, MacAskill & Poitras, supra note 7 (quoting Snowden as saying he initially chose Hong Kong as a destination in part because of its “spirited commitment to free speech and the right of political dissent”).
25. See id. (outlining the political rationale behind Snowden's asylum offers from Nicaragua and Venezuela).
Russia is a more complicated case. At the time Snowden received temporary asylum, Russia's relationship with the United States was uneasy. The two countries had, in the recent past, displayed disharmony one moment and cooperation the next. In April 2013 alone, the United States and Russia each banned from their countries eighteen of the other's citizens for alleged human rights abuses. The countries later worked together through their intelligence services after the Boston Marathon bombing. However, after Russia granted Snowden temporary asylum for one year on August 1, 2013, the United States-Russia relationship deteriorated to its least cooperative level in decades. And so, as the one-year asylum term was set to expire on August 1, 2014, Russia's reconsideration of Snowden's status was reinforced with political considerations. From this adversarial posture, Russia granted Snowden a three-year residency permit.

This Note will explore international asylum law in the context of proclaimed political whistleblower Edward Snowden. Part II


29. See Birnbaum, supra note 28 (observing that "Russia... granted... Edward Snowden permission to remain in the country for three more years, ... a measure that promised to further strain U.S.-Russian relations"); Myers & Barry, supra note 28 (indicating that, in addition to the grant of Snowden's asylum, relations between the United States and Russia are strained by tension over Crimea); Myers & Kramer, supra note 17 (reporting that, as of August 1, 2013, Russia had granted Snowden asylum for one year).

30. See Birnbaum, supra note 28 (explaining that Russia gave Snowden "permission to remain in the country for three more years" and noting that, should Snowden "extend his stay for one year beyond [August 1, 2017]," Snowden would be eligible "potentially, to take up Russian citizenship").
discusses the importance of classification to asylum considerations and provides perspectives on the origins of asylum law. Part III provides an overview of the modern state of international asylum law as well as the various asylum laws and whistleblower protections of the United States, Russia, and Iceland. Part IV offers solutions to problems presented by political whistleblowers and is broken into three parts. Subpart A argues that countries should foster more open and frequent dialogue with one another so that the type of national security operations revealed by Snowden are not necessary in the first place. Subpart A also advocates for more unilateral disclosure of information that would have previously been classified, effectively discouraging whistleblowers by controlling the dissemination of information rather than reacting to leaks. Both approaches seek to eliminate any negative or potentially illegal behavior before the point of disclosure. Subpart B recognizes that the solutions of subpart A may be inadequate and difficult to verify. To address the difficult circumstances that will nonetheless arise even if subpart A is implemented, subpart B encourages countries use state policy, as expressed through domestic whistleblower statutes, as a guidepost in domestic implementation of international asylum law. Finally, subpart C applies this Note's proposals to Snowden and concludes.

II. GENERAL ASYLUM BACKGROUND

Although the primary focus of this Note is the current state of international political asylum, the general notion of asylum has existed in some form for thousands of years.\(^3\) Examining the origins and evolution of asylum law provides insight into the policy considerations built into the present international asylum regime.\(^3\) Subpart A contextualizes the modern state of international asylum law by exploring its history, while subpart B considers the impact of whistleblower labeling.

A. Historical Origins of Asylum

Asylum likely arose in connection with religion in ancient civilizations.\(^3\) Greece established a complex system of religious asylum in its temples whereby criminals and noncriminals alike could avoid apprehension by civil authorities and civilian pursuers in
a place where a deity resided out of respect for, and fear of retribution from, the resident god. An asylum seeker would publicly perform an act of supplication in a temple, and the temple priest would then determine whether to grant the supplicant asylum. Foreign supplicants granted asylum had a defense to extradition, as well as a claim of immunity from pursuing authorities. However, granting asylum could provoke displeasure and confrontation with the foreigner's home state. Leaders were therefore forced to make practical political decisions as part of the asylum determination. In order to avoid unwanted repercussions while maintaining their sovereign asylum traditions, Greece even intercepted some potentially controversial foreigners before they could reach a sanctuary to begin the asylum process.

As Rome seized power, asylum law evolved. In 22 CE, Rome significantly curtailed the Greek system by stripping most temples of their power to grant asylum. Rome implemented a less liberal regime designed primarily to provide fugitives temporary reprieve from immediate violence in order to gather evidence for a trial. Asylum law again evolved as the Roman Empire waned, taking on a Christian influence. Roman Emperor Constantine issued the Edict of Toleration in 313 CE. The Edict of Toleration allowed Christianity to exist openly and formally recognized the power of the church to grant asylum. Where past asylum regimes protected innocent or

34. See id. at 5–6, 8–9 (highlighting the religious foundation of asylum within ancient Greek society).
35. See PRICE, supra note 23, at 26–27 (explaining that “[supplication] was initiated when a person entered a temple, sat in an altar, or held on to an image of a god while grasping a broken twig or wool”).
36. See id. at 27 (noting that, to receive protection, the supplicant “had to convince god's priest that they deserved protection”).
37. See id. at 28–29 (explaining that a foreign supplicant who was granted asylum was “beyond the requesting city's authoritative reach” and “was given immunity from the authority of those who pursued him”).
38. See id. at 30 (noting that “[a] decision to shelter a fugitive would be interpreted as an affront to the foreign power and could sometimes precipitate war”).
39. See id. at 30–31 (illustrating the political dilemma Greek leaders faced when confronted with a foreign fugitive).
40. See id. at 31 (noting that Athens constructed “a police station near the Acropolis . . . to intercept undesirable supplicants”).
41. See id. at 27 (indicating that the Romans stripped most temples of their authority to grant asylum when the temples were unable to present “legal proof of their right to grant asylum”).
42. See SINHA, supra note 31, at 9–10 (discussing changes the Romans made to the asylum system after taking over Greece).
43. See id. at 10 (highlighting the influence of Christianity on asylum law in the Roman Empire).
44. Id. at 10–11.
45. See id. (noting that the “Edict of Toleration marked the beginning of the era of allowing the churches to give protection to the fugitives”).
unfairly targeted fugitives, the primary aim of this church asylum was to dispense divine mercy.46

A far-reaching religious asylum regime persisted in most of medieval Europe until the twelfth century.47 This regime fractured as church officials increasingly claimed immunity for their criminal activity, which strained public confidence.48 Additionally, the rise of nation-states produced civil authorities intent on controlling their sovereign justice systems without church interference. 49 Governments placed significant restrictions on church asylum for hundreds of years.50 England banned it altogether in 1625.51

Following the Reformation, European states implemented a territorial asylum regime to cope with the large-scale displacement of people fleeing violence between Protestants and Catholics.52 This regime emphasized that the right to grant or deny asylum existed with the state; an individual had no inherent claim to asylum.53 State interest was a paramount consideration because the sovereign nation controlled all facets of the asylum determination.54 In recognition of a transnational interest in administering justice and reducing crime, most state leaders mutually agreed to deliver fugitive criminals to their nations of origin as long as there was no government injustice.55 Although asylum was not typically granted to common criminals, many states adopted a rule—the political offense exception—that

---

46. Such mercy extended to the innocent as well as the guilty, in some cases including intentional murderers. See PRICE, supra note 23, at 32–33 (describing the Church’s version of asylum as “a vehicle for mercy” that advocated “not only for the wrongly accused, but for anyone who had been sentenced by Roman courts”).

47. See id. at 33 (explaining that, until the twelfth century, Christian asylum was extended to a variety of individuals, including murderers).

48. See id. (noting that members of the clergy often escaped harsh punishment because they were “immune to secular authority” and received lesser punishments in the ecclesiastical courts, which ultimately resulted in the death of Thomas Becket, the Archbishop of Canterbury).

49. See SINHA, supra note 31, at 12 (explaining that nation-states removed the asylum power from the churches because they viewed asylum “as an institution created by man and, therefore, within the competence of the state for regulation”).

50. See PRICE, supra note 23, at 34 (“On the Continent, Catholic kings tried to persuade the Court of Rome to limit [church asylum] even further, and when Rome was unresponsive, they abolished it themselves.”).

51. Id.; SINHA, supra note 31, at 15.

52. See PRICE, supra note 23, at 34–35 (suggesting that the large numbers of people crossing national borders in search of “refuge . . . where their religion was dominant” helped establish concepts of territorial sovereignty).

53. See SINHA, supra note 31, at 18 (noting that following the Reformation “the notion of asylum as a right of the fugitive yielded to the notion . . . that it was the right of a state to either grant him the privilege of residence . . . or refuse to do so”).

54. See id. (“Th[e] right [to either grant a fugitive the privilege of residence within its territory or refuse to do so] was to be exercised by the state in light of its own interests and obligations as a representative of the social order.”).

55. See id. (recognizing that there existed “a general consensus of opinion . . . that states must assist each other in the suppression of crime and that they must not assure impunity to criminals unless their government has done injustice”).
individuals who committed political crimes would be granted asylum and not be returned to their home countries. In the nineteenth century, the political offense exception became a principle of customary international law through treaty.

The tradition of sovereign states having the capacity to regularly interfere with a foreign state's attempts to dispense justice through asylum could be viewed as evidence that political considerations are at the historical core of asylum law and therefore should be respected as part of the modern regime. In Rethinking Asylum, Matthew E. Price notes that early asylum regimes in Greece involved political considerations by civil authorities, even if the process was technically the province of the temples. These political considerations continued, he argues, for the duration of church-controlled asylum as well as after asylum transferred to sovereign states. The political offense exception to extradition, recognized as a principle of international law in the nineteenth century, required a "categorical judgment about the legitimacy of foreign governments." Because the enabling treaties did not enact a definition of "political offense," individual states were left to make value judgments concerning acceptable government behavior. The decision to grant asylum to a political dissident, therefore, is an expression of the granting state's political values.

However, a number of factors have motivated asylum determinations throughout history, and political considerations have not always facially outweighed religious or humanitarian ones. The humanitarian conception of asylum is particularly strong where

56. See id. at 20 ("Even the least liberal states felt obliged to admit and respect the principle of political asylum.").
58. See Price, supra note 23, at 57–58 (arguing for a political conception of asylum rather than a humanitarian one in part because asylum has historically included clearly political considerations).
59. See id. at 30–31 (explaining that, in early Greek history, potential political ramifications would heavily influence a decision to grant asylum).
60. See generally id. at 31–51 (discussing the continuing influence of political considerations in asylum decisions).
61. Id. at 49.
62. See id. at 51 (positing that "the definition of 'political offense'... was rooted in value judgments about what counted as legitimate resistance to government and legitimate punishment by government").
63. See id. (noting that granting asylum for political offenses "often depended in part on one's view of the regime against which resistance was directed" and, therefore, a grant of asylum "advanced the cause of liberty by sheltering its partisans from punishment").
64. See, e.g., Sinha, supra note 31, at 9 ("[In Greece], the sanctity of the asylum was generally observed as a custom, for the fear of the divinity.") (emphasis added).
refugees seek safety from "core human rights" violations in their home countries.\textsuperscript{65} State interest has nonetheless remained present—whether overtly political or under some other guise.\textsuperscript{66}

\textbf{B. In Pursuit of Neutral Language}

As a modern regime of international asylum law emerged in the twentieth century, so did a robust and globalized media.\textsuperscript{67} Heightened media scrutiny amplifies political considerations surrounding proclaimed whistleblowers, particularly where underlying disclosures are controversial and transnational in scope.\textsuperscript{68} Media descriptions of information disclosures can shape the debate over appropriate remedies, often before the legal system even considers actual asylum doctrine.\textsuperscript{69} Labels are important because they influence whether an individual is popularly considered a whistleblower.\textsuperscript{70} Use of the term "whistleblower" can indicate public opinion of a particular individual's actions.\textsuperscript{71} Because public attitudes can shift depending on a number of factors, application of the descriptor whistleblower can vary while the underlying activity remains the same.\textsuperscript{72}

\footnotesize{
\begin{itemize}
\item[66. ] See \cite{PRICE}, supra note 23, at 57 ("Asylum's focus on political morality [in the late eighteenth and early nineteenth centuries] . . . was in harmony with the ancient Greek practice . . . and it was also consistent with the general historical function of asylum to immunize people who faced unjust punishment.").
\item[67. ] See infra Part III.A (describing the modern international asylum regime).
\item[68. ]\textit{See}, e.g., Michael Calderon, \textit{AP Editor: Do Not Describe Edward Snowden as a 'Whistleblower,'} \textit{HUFFINGTON POST BLOG} (June 10, 2013, 1:31 PM), http://www.huffingtonpost.com/michael-calderone/ap-snowden-whistleblower_b_3416380.html [http://perma.cc/TALD-P76C] (archived Sept. 11, 2014) (evaluating the appropriateness of the term whistleblower and discussing its potential political implications). It follows that countries are more acutely aware of political consequences when their actions are closely monitored and documented.
\item[69. ] See \cite{MARK WORTH}, \textit{TRANSPARENCY INT'L, WHISTLEBLOWING IN EUROPE 16} (2013), available at files.transparency.org/content/download/697/2995/file/2013_WhistleblowinginEurope_EN.pdf ("Given the power that the media has in shaping public opinion, this shift [from seeing an information-discloser as a snitch or informer to a public servant] can contribute to improving the image and perception of whistleblowers"); cf. Ben Zimmer, \textit{The Epithet Nader Made Respectable}, \textit{WALL ST. J.} (July 12, 2013, 8:01 PM), http://online.wsj.com/news/articles/SB1000142412788733368704578596083994221030 [http://perma.cc/EZ77-YTL9] (archived Sept. 11, 2014) (describing the history of the term whistleblower).
\item[70. ] See Calderon, supra note 67 (acknowledging that usage of the term whistleblower denotes a value judgment).
\item[71. ] See \textit{id.}, (asserting that whistleblower often carries more positive connotations than "leaker" or "source").

Just as the tendency to label someone a whistleblower may change over time, so has the underlying connotation of the descriptor itself. The phrase "blowing the whistle" first emerged in the early twentieth century, and its meaning was literal. It meant the cessation of an event, generally of a sporting nature. By the 1930s, the meaning of whistleblower had evolved to mean a person who reveals information, though it often carried a negative connotation. To be a whistleblower was to be a person who alerts authorities to illicit activity. A whistleblower was a "rat" or "snitch." However, since the 1970s, the term whistleblower has carried a nearly universally positive connotation in the United States. A modern definition of whistleblower specifies a "disclosure of corruption or wrongdoing." Because these negative terms are built into the definition, usage of the whistleblower label usually indicates support for the underlying disclosure.

The media coverage of Edward Snowden demonstrates how ideological perspectives inform labeling and indicate the preferred approach to administering justice. In Snowden media coverage, the primary labeling distinction is between the supportive term whistleblower and various neutral factual descriptions. For example, Amnesty International used supportive labeling early.

affix to Snowden the term whistleblower because his actions revealed wrongdoings by the NSA to the American public.

73. See Zimmer, supra note 68 (discussing changes in the perception of a whistleblower throughout history).

74. Id.

75. Id.

76. See id.

77. Id.

78. See id. (describing Ralph Nader's efforts to rehabilitate the word whistleblower in the 1970s).


80. See id. (defining "whistle-blower" as "a person who informs on another or makes public disclosure of corruption or wrongdoing").

81. Cf. Calderon, supra note 67 (asserting that the label whistleblower often suggests that the actor behaved justly).

82. See, e.g., id. (urging AP writers not to use the term whistleblower to avoid the appearance of support).

wire services have maintained neutral descriptions throughout,\textsuperscript{84} and the \textit{New York Times} has shifted over time.\textsuperscript{85}

Amnesty International explicitly expressed support for Snowden less than one month after he revealed his identity as the source of the classified FISA Court order.\textsuperscript{86} The organization insisted that Snowden should be considered a whistleblower in a news item on its website.\textsuperscript{87} Amnesty International’s director of law and policy characterized the surveillance operations disclosed by Snowden as “unlawful actions that violate human rights.”\textsuperscript{88} As an ideologically aligned advocacy organization, Amnesty International strongly believed that no one—including Edward Snowden—should be punished for identifying human rights violations.\textsuperscript{89}

The \textit{Guardian}’s treatment of Snowden provides an example of a traditional news outlet using whistleblower in a casually supportive manner.\textsuperscript{90} The paper repeatedly labeled Snowden a whistleblower throughout its ongoing coverage of both his surveillance disclosures as well as his personal plight.\textsuperscript{91} Although the use of whistleblower in a news story does not necessarily encourage an affirmative asylum grant to a source of disclosed information, the standard implication that the behavior of a whistleblower benefits society could indicate


\textsuperscript{86} See \textsc{Amnesty Int’l}, supra note 82 (“The US authorities’ relentless campaign to hunt down and block whistleblower Edward Snowden’s attempts to seek asylum is deplorable and amounts to a gross violation of his human rights.”).

\textsuperscript{87} See \textit{id.} (insisting that Snowden’s actions make him a whistleblower, because he “disclosed issues of enormous public interest in the US and around the world” and repeatedly referring to him as such).

\textsuperscript{88} \textit{Id.}

\textsuperscript{89} \textit{Id.} (arguing that disclosures of human rights violations “are protected under the rights to information and freedom of expression”).


popular support for applying the political offense exception. Thus, the cooperative relationship between Snowden and the Guardian, which traces back to the initial report on June 5, may inform popular perception of his actions.\textsuperscript{92}

Media outlets that sought to withhold support from Snowden attempted to describe Snowden’s disclosures in neutral language.\textsuperscript{93} Tom Kent, then standards editor for the Associated Press (AP), circulated a memo discussing use of the term whistleblower on June 10, only one day after Snowden revealed his identity as the source of the classified information.\textsuperscript{94} In order to avoid passing judgment as to whether the disclosed activities constituted wrongdoing, Kent recommended that the AP describe Snowden’s behavior rather than label him a whistleblower.\textsuperscript{95} Fellow wire service Reuters followed a similar path by factually describing Snowden’s position, referring to him as “former NSA contractor Edward Snowden.”\textsuperscript{96}

The manner in which the editorial board of the New York Times treated Snowden demonstrates how perspectives and labeling can shift over time.\textsuperscript{97} On June 11, 2013, only two days after Snowden revealed his identity as the source of classified national security information, the New York Times published an editorial titled “Surveillance: Snowden Doesn’t Rise to Traitor.”\textsuperscript{98} In the immediate wake of Snowden’s revelation, the editorial board’s posture was

\textsuperscript{92} Greenwald, MacAskill & Poitras, supra note 7.
\textsuperscript{94} See Calderon, supra note 67.
\textsuperscript{95} Id.
\textsuperscript{96} See, e.g., Hosenball, supra note 84 (describing Snowden’s actions rather than labeling Snowden).
\textsuperscript{97} It is important to note that newspaper editorials are an accepted forum of opinion journalism and therefore do not carry the objective weight of pure news reporting. However, this instance is useful to the extent that it represents a clear evolution in perception by a prominent segment of the media. Compare Editorial Board, Whistle-Blower, supra note 72 (affixing the term “whistle-blower” to Snowden), with Editorial Board, Snowden’s Disclosures Do Not Amount to Treason, N.Y. TIMES, June 12, 2013, at A26 [hereinafter Editorial Board, Not Treason] (arguing that Snowden’s actions did not make him a “traitor,” but not yet using the term whistleblower in his defense).
\textsuperscript{98} Editorial Board, Not Treason, supra note 97.
defensive against his most extreme critics but did not use whistleblower.99 After Snowden made further disclosures regarding American surveillance activity, the editorial board adopted more overtly supportive terminology.100 “Edward Snowden, Whistleblower” was published on January 1, 2014.101 In that article, the editorial board unambiguously affixed Snowden with the whistleblower label and also suggested the United States should grant him “some form of clemency.”102

The Sydney Morning Herald, an Australian newspaper, utilized both labeling strategies in the same article.103 In a headline reporting Snowden’s decision to seek temporary asylum in Russia, the paper referred to him as a “security leaker,” in the more factually descriptive style of the AP and Reuters.104 However, the body of the article begins by labeling him “US whistleblower Edward Snowden.”105 This treatment indicates that the Sydney Morning Herald may not consider the choice of language important, and selected a phrase for its form rather than function. It may also suggest that whistleblower is not as distinct in other countries as it is in the United States, where the term’s connotation is positive.106

Terminology used to describe proclaimed political dissidents is merely a first impression of the public perception.107 Labeling is important because it can help shape the popular debate, in turn transforming the general public policy of a country over time.108

99. See id. (noting that Snowden “technically . . . did not blow the whistle on fraud or criminal activity”).
100. See Editorial Board, Whistle-Blower, supra note 72 (arguing that Snowden should be treated as a whistleblower).
101. Id.
102. Id.
104. Id. See generally Hosenball, supra note 84 (Reuters); Heintz, supra note 93 (AP).
105. Id.
106. Compare WORTH, supra note 69 at 19 (describing how the difficulty in translating whistleblower to European languages has left citizens and media to use synonyms of varying connotations) with Zimmer, supra note 69 (establishing the current positive connotation of whistleblower in the United States).
107. See Editorial Board, Not Treason, supra note 97 (displaying the initial reaction of New York Times Editorial Board to Snowden’s disclosure).
108. See Calderon, supra note 68 (explaining that, because the term whistleblower is positive, its application to a particular type of disclosure will eventually indicate increased public support for the underlying activity).
III. EXPLANATION OF CURRENT LAW

Media coverage ultimately has questionable bearing on a particular state's consideration of an asylum application at the time it occurs because countries rely on a combination of international and domestic law for actual asylum determinations. Established parameters of international asylum law provide a framework for a given country's asylum considerations. The ultimate decision on whether to grant asylum is a sovereign prerogative, and so it depends on a nationally unique comingling of international and domestic laws. Domestic laws are an expression of a country's public policy and provide an opportunity to evince a state interest in transparency through whistleblower protections. Part III will first establish the parameters of international asylum law before considering the political postures of particular states based on their domestic refugee and whistleblower regimes.

A. Modern International Asylum Law

International law establishes clear requirements for individuals seeking asylum. Under the Refugee Convention, one must prove (1) a well-founded fear of persecution (2) for reasons of race, religion, nationality, membership in a protected group, or political opinion (3) and that the underlying activity did not constitute a serious nonpolitical crime (4) or was contrary to UN principles. Because the decision whether togrant asylumis ultimately left to individual countries, both domestic law and interpretations of international law are relevant. The resolution of this overlap in asylum law for proclaimed whistleblowers will likely depend on domestic law, the international political climate, and whistleblower protections of individual countries.

111. DEPT OF INT'L PROT., supra note 109, at 62 ("It is primarily the responsibility of the government of a country to determine whether someone falls within the applicable refugee definition within its jurisdiction.").
112. See infra Part III.B.1–3 (discussing the whistleblower regimes of the United States, Russia, and Iceland).
113. See infra Part III.A–B (discussing modern international asylum law and the domestic refugee and whistleblower laws of the United States, Russia, and Iceland).
114. Refugee Convention, supra note 110, art. I(A), (F).
115. DEPT OF INT'L PROT., supra note 109, at 62.
The rights afforded to individuals in modern international asylum law were first established in the Universal Declaration of Human Rights (UDHR), passed in 1949 by the UN General Assembly. The UDHR is nonbinding but nonetheless carries enormous weight and provides the basis for numerous binding agreements that came afterward. Article 14 of the UDHR states that “[e]veryone has the right to seek and to enjoy in other countries asylum from persecution.” However, Article 14 limits this right by stipulating that it “may not be invoked in the case of prosecutions genuinely arising from non-political crimes or from acts contrary to the purposes and principles of the United Nations.” Thus, the UDHR establishes a dichotomy between persecution stemming from political crimes and prosecution stemming from nonpolitical crimes.

In 1950, the UN General Assembly established the Office of the United Nations High Commissioner for Refugees (UNHCR). The UNHCR interprets its mandate as to “provide, on a nonpolitical and humanitarian basis, international protection to refugees and to seek permanent solutions for them.” The UNHCR describes “international protection” as ensuring “admission to a country of asylum, the grant of asylum and respect for ... fundamental human rights, including the right not to be forcibly returned to a country where ... safety or survival are threatened.” Although the UNHCR’s mandate ends only with the attainment of a “durable solution,” the UNHCR does not have the power to compel a state to grant asylum. Likewise, an individual does not have a right to be granted asylum.


117. See generally id. (discussing the influential weight of the UDHR in both domestic and international laws).


119. Id.

120. See id. (declaring that the right to asylum without persecution does not extend to nonpolitical crimes).


122. DEP’T OF INT’L PROT., supra note 109, at 7.

123. Id.

124. Id.; Riikka E. Morrill, Note, The Plight of the Persecuted: The European Union and United States Asylum Law, 33 SUFFOLK TRANSNAT’L L. REV. 87, 88 (2010) (“The UNHCR] ... relies on governments to work with the UNHCR to reduce situations resulting in forced displacement of civilians and to collaborate with the UNHCR to resettle refugees.”) (emphasis added) (footnote omitted).

125. See Ray supra note 65, at 1221 (“Refugee law creates no right to be granted asylum.”) (footnote omitted).
In 1951, shortly after passage of the UDHR, the United Nations approved the Refugee Convention. The Refugee Convention is "the centrepiece of international refugee protection today." It defines a refugee as

any person who . . . owing to well-founded fear of being persecuted for reasons of race, religion, nationality, membership of a particular social group or political opinion, is outside the country of his nationality and is unable or, owing to such fear, is unwilling to avail himself of the protection of that country."

The rights established in the Refugee Convention do not apply to individuals who have "committed a serious non-political crime outside the country of refuge prior to [their] admission to that country as a refugee," or to individuals who are "guilty of acts contrary to the purposes and principles of the United Nations." Therefore, the Refugee Convention tracks the UDHR's distinction between fear of persecution for political crimes and fear of prosecution for nonpolitical ones. The Protocol Relating to the Status of Refugees (Refugee Protocol) amended the Refugee Convention in 1967, essentially removing the temporal and geographic limits of the Refugee Convention and affirming its underlying principles.

As mentioned in this subpart's introduction, there is no uniform manner of parsing the difference between a political crime and a nonpolitical crime in international law. Sovereign states are left to make this distinction as part of their asylum determinations. Because there is still no precise definition of a "political offense," one could argue that the current system of international asylum law is implicitly designed to encourage normative political judgments and that states should embrace asylum as a political tool.

---
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B. Domestic Laws and Whistleblower Protections

There are two particularly relevant areas of domestic law behind political asylum determinations regarding information disclosures: (1) general refugee law and (2) whistleblower protections. While seemingly neutral refugee statutes can be manipulated by a sovereign state to avoid extradition in certain circumstances, enhanced whistleblower protections built into the domestic code provide more direct evidence of state policy.

Subpart B briefly describes the domestic asylum laws and whistleblower protections of the United States, Russia, and Iceland. Snowden stated that his decision to flee to foreign jurisdictions before publically revealing classified intelligence information was motivated in part by the expectation that he would not be protected by the existing U.S. whistleblower regime. Russia's domestic asylum law is especially germane because its grant of temporary asylum and subsequent issuance of a residence permit are Snowden's only semblance of resolution. With almost nonexistent whistleblower protections, Russia seems to have leveraged its domestic asylum law to grant relief for at least partially political reasons. Iceland is widely regarded as possessing a very strong state policy in favor of whistleblowers and was also one of Snowden's initial preferred destinations.

1. The United States

The United States is a signatory to the Refugee Protocol and expressed desire to comport with existing international asylum law

134. See generally infra Part III.B.1–3 (comparing refugee and whistleblower laws in the United States, Russia, and Iceland).
135. See generally id.
137. See Greenwald, MacAskill & Poitras, supra note 7 (claiming that Snowden viewed Iceland as "his best hope as the possibility of asylum" and noting that Iceland has a "reputation of a champion of internet freedom").
138. The United States is of particular relevance both as a global leader and as Snowden's country of origin.
by directly incorporating the Protocol’s definition of refugee in the Refugee Act of 1980.140 Prior to passage of the Refugee Act of 1980, the refugee law of the United States was essentially a series of disconnected fixes implemented through immigration policy.141 However, an intention to adopt the international asylum regime is empty if the administration of domestic law diverges from that intent.142 Between 2008 and 2011, U.S. immigration courts granted 31.8 percent of those applications that were not abandoned or withdrawn.143 Regardless of success rate, the Refugee Act codifies the uncertain standard of accepting individuals with a well-grounded fear of persecution for political crimes.144

Various levels of government in the United States have passed a large number of laws establishing whistleblower protections.145 In addition to measures enacted by individual states, the federal government has passed almost sixty statutes with some whistleblower protections.146 These statutes span the public and private sector, reach many different disciplines, and establish a potentially unclear framework for whistleblowers themselves.147 While a comprehensive discussion of these protections is beyond the

141. See id. at 12–13 (characterizing the state of refugee law in the United States after World War II until serious reform efforts began in the 1970s).
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143. The Statistical Year Book for 2011 includes a yearly breakdown of asylum completions by disposition from 2007 through 2011. I first added the total number of asylum grants for the years 2008 through 2011 (Figure 1, totaling 42,602 grants). I then added the total number of asylum cases, less those that were abandoned or withdrawn (Figure 2, totaling 133,764 cases). Finally, I divided Figure 1 by Figure 2 (42,602 grants/133,764 cases) to arrive at 31.8 percent. See U.S. DEP’T OF JUST., EXEC. OFFICE FOR IMMIGR. REV., FY 2011 STATISTICAL YEAR BOOK K3 (2012), http://www.justice.gov/eoir/statspub/fyllsyb.pdf [http://perma.cc/6FY5-V6SA] (archived Sept. 27, 2014).
144. See Refugee Act of 1980, Pub. L. No. 96-212, sec. 201(a)(42), 94 Stat. 102, 102 (1980) (amending the Immigration Nationality Act to add a definition of refugee that includes those “who ha[v]e a well-founded fear of persecution”). Because the U.S. standard mirrors the ambiguous language in international law, it is particularly useful to examine whether potential whistleblower protections in the United States reveal a public policy on political crimes.
145. See Dana L. Gold, Introduction: Speaking Up for Justice, Suffering Injustice: Whistleblower Protection and the Need for Reform, 11 SEATTLE J. SOC. JUST. 555, 560 (2012) (noting that whistleblowers in the United States are protected by “a patchwork of federal, state, and local laws with holes through which it is too easy to fall”).
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147. See id. (“This patchwork of protections makes whistleblower law an amalgamation of many legal disciplines, . . . a fascinating area for both practitioners and scholars, but a confusing and vulnerable landscape for whistleblowers.”).
scope of this Note, some commentators have noted that, despite the breadth of coverage, the tendency of these protections to focus on anti-retaliation measures has historically left whistleblowers substantively unprotected.148

At least regarding private employees in the financial sector, the United States has recently demonstrated enhanced interest in protecting whistleblowers. In particular, the Sarbanes-Oxley Act of 2002 (SOX) 149 and the Dodd-Frank Wall Street Reform and Consumer Protection Act of 2010 150 contain significantly greater whistleblower incentives and protections than simple anti-retaliation measures. Though it has not been as successful as anticipated in curbing corporate abuses, SOX signals support for whistleblowers by providing procedural protections, covering a broad range of disclosures and employees, and supplying a reduced burden of proof for retaliation claims.151 In addition to further broadening the protections established by SOX, Dodd-Frank strongly incentivizes disclosures of wrongful activity by allowing the whistleblower to keep 10 to 30 percent of the monetary penalty assessed to the wrongdoer for the particular action, pending certain procedures and limitations.152

While SOX and Dodd-Frank contain clear policy choices to support and incentivize private-sector corporate whistleblowers, the United States has also updated protections for public-sector employees.153 Passed in 1989, the Whistleblower Protection Act (WPA) is the primary statute covering federal workers.154 Congress has recently updated what was widely considered to be an insufficient
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152. See Dodd-Frank, 12 U.S.C. § 5301 at sec. 748(b)(1)(A)–(B) (providing that whistleblowers are entitled to 10 to 30 percent of the collected monetary sanctions imposed as a result of the whistleblower’s action).


154. See id. (noting that the WPA, enacted in 1989, covers federal employees).
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protection scheme with the passage of the Whistleblower Protection Enhancement Act of 2012 (WPEA). To qualify for protection under the WPA, a circumstance must contain (1) a personnel action, (2) a protected disclosure, and (3) a covered employee. The WPEA broadened the protected disclosure prong and strengthened the procedures available during and after a disclosure, among other things.

However, the statutory definition of a covered employee under the WPA excludes many national security agencies, and the President may remove whistleblower rights at his discretion for employees of any agency "the principal function of which is the conduct of foreign intelligence or counterintelligence activities." The WPA explicitly excludes employees of the NSA, Federal Bureau of Investigation, Central Intelligence Agency, Defense Intelligence Agency, National Reconnaissance Office, National Geospatial Intelligence Agency, and Office of the Director of National Intelligence. Regarding the president's discretionary exclusion power, the WPEA did enhance whistleblower protections by requiring "the determination be made prior to a personnel action."

While the WPA does not generally protect members of the intelligence community, there is a federal statute that may protect the disclosure of classified information under certain circumstances. The Intelligence Community Whistleblower Protection Act of 1998 (ICWPA) provides some procedures for intelligence agency employees to divulge confidential information of "urgent concern" to the Inspector General of their respective executive agencies or a member of a congressional intelligence
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However, the ICWPA mandates a narrow reporting procedure and does not even contain a retaliation provision. These limitations indicate the ICWPA may not actually result in meaningful oversight. Some intelligence agency employees have argued for an overhaul of the intelligence community whistleblower scheme.

In an apparent effort to address some of the gaps in protection for members of the intelligence community remaining after the WPEA and ICWPA, President Obama signed Presidential Policy Directive 19 on October 10, 2012. Among other things, this executive order contains an anti-retaliation provision for employees of the agencies explicitly excluded from the WPA. However, the order also contains a general provision that it does not create any enforceable substantive or procedural right. The purely executive nature of such orders is perhaps a less persuasive indicator of state interest than statutes that undergo constitutional bicameralism and presentment requirements.

There have been concrete steps in the United States to codify the types of protections established in President Obama’s executive order. On November 5, 2013, by a vote of thirteen to two, the Senate Intelligence Committee recommended passage of a 2014 intelligence appropriations bill that would strengthen whistleblower protections for employees of intelligence agencies. On July 7, 2014, President


166. See Vladeck, supra note 165, at 1545–46 (casting doubt on the effectiveness of disclosure under the WPA or ICWPA).
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169. See id. at 2 (providing protection from retaliation for employees of intelligence agencies).

170. See id. at 8 (indicating that “[t]his directive is not intended to, and does not, create any right or benefit, substantive or procedural”).


Obama signed the Intelligence Authorization Act for Fiscal Year 2014, which includes provisions barring retaliation against employees within the intelligence community who make protected disclosures, as well as some procedural safeguards. However, members of the Federal Bureau of Investigation are explicitly excluded from coverage under the Act. The Act further does not apply to terminated employees in certain circumstances, including where an agency head notifies congressional intelligence committees of the firing within thirty days. While passage of this Act signals strong state interest in whistleblower protections for members of the intelligence community, conclusions regarding the efficacy of the Act should be withheld until there is more time to observe its implementation.

2. Russia

On February 2, 1993, the Russian Federation signed both the Refugee Convention and the Refugee Protocol, bringing the country into accord with modern international asylum law. This includes the international definition of refugee, with its unclear distinctions between persecution and prosecution. Shortly after ratifying the Refugee Convention, the Russian Federation addressed asylum through both domestic statutes and its constitution. Adopted on December 12, 1993, two articles of the Russian Constitution of 1993 (Russian Constitution) explicitly reference asylum, while two more bear directly on the issue. Article 63 of the Russian Constitution guarantees a right of political asylum to foreigners “according to the universally recognized norms of international law,” as well as those who have been “persecuted for political convictions.” This language is ostensibly deferential to
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international asylum law, both through general reference to norm compliance and by specifically incorporating the internationally recognized political persecution requirement. However, the Russian President has apparent superseding authority over Article 63's directives. Article 89 states that the president "shall decide on issues of citizenship of the Russian Federation and of granting political asylum." It is not difficult to imagine such substantial executive authority being utilized outside of international norms where the issue is of particular significance to the country as a whole or to the president individually.

Despite excluding the term "asylum" from the text, two further Articles are particularly relevant to Russia's domestic asylum law. Article 62 extends to "stateless persons" rights and obligations equivalent to a Russian citizen, except as contravened by federal law or international treaty. The terminology of Article 62's stateless persons indicates an intention to separate the realms of asylum law for displaced migrants and those seeking political asylum. However, there will always be significant overlap between those with traditional migratory claims and those seeking political asylum. Political persecution is often a driving force behind displacement. Article 15 states that the rules of an international agreement will predominate in any conflict with domestic Russian law. Therefore, because Russia is a signatory to the Refugee Convention, the Convention should prevail in any dispute with domestic asylum law.

Domestic Russian asylum law largely reflects the ostensible acceptance of international law in the Russian Constitution and is divided into three categories: political asylum, refugee status, and temporary asylum. As established in the Russian Constitution, the
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grant of political asylum is within the discretion of the president. However, stateless persons rarely officially seek this designation; there were only fourteen applications for political asylum between 2008 and 2013.

There is more statutory authority regarding refugee status and temporary asylum. The primary source for both categories of refugee law is the 1997 Law on Refugees, which amended an earlier version of the law passed in 1993. Although the Law on Refugees essentially adopts the Refugee Convention definition of refugee in form, it diverges from international law in ways that are detrimental to applicants. For instance, there are broad grounds for substantive denial, and there is no explicit guarantee of “non-refoulement” in the Russian law. Whatever protections are written into the law often suffer from arbitrary and harsh implementation by Russian officials. The restrictive nature of the Law on Refugees is further revealed by the very low success rate of applicants. Between 2008 and 2011, only 7.7 percent of applicants were recognized as refugees.

The Law on Refugees also provides procedures for granting temporary asylum, largely similar to the general refugee procedure but for a limited duration of one year. However, there is an additional provision allowing those stateless persons not qualifying as
a refugee under Russian law to nonetheless attain temporary asylum if Russia chooses not to deport for "humane motives." The temporary asylum system is much more accommodating, granting 56 percent of applications from 2008 to 2011.

Russia does not exhibit a state interest in transparency through its domestic law, as its whistleblower protections are widely regarded as weak or nonexistent. Russia fares very poorly in Transparency International's Corruption Perception Index (CPI), a yearly measure of perceived public sector corruption. The CPI indicates that Russia has a serious corruption problem and ranked the country 127th out of 177 countries and territories in 2013. That there are no specific whistleblower protections in Russian law is directly tied to the widespread corruption. In April 2013, Russian President Vladimir Putin signed a decree to provide government aid to those who expose corruption, but only if the whistleblower was persecuted or pressured or has a lawsuit filed against them. However, Russia would need to undertake a considerable overhaul of its anticorruption laws to provide any type of meaningful protection for whistleblowers.

There is pressure on Russia for significant reforms in order to convince companies to bring business within its borders and grow the economy. These economic pressures could reasonably lead to illustrations of Russian state interest in curbing the appearance of corruption though legislation and further presidential decrees. But disclosing corruption for economic benefit is altogether separate from
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disclosing information to combat wrongful government conduct.\textsuperscript{209} There does not appear to be momentum for extending protections to whistleblowers engaging in the latter.\textsuperscript{210}

3. Iceland

In the first article to reveal his identity as the source of the classified intelligence information, Snowden indicated that Iceland was his best chance for asylum.\textsuperscript{211} Snowden's belief was apparently derived, at least in part, from Iceland's reputation as a strong defender of Internet freedom.\textsuperscript{212} However, the perceived policy alignment between Snowden and Iceland regarding open information did not yield Snowden a favorable result.\textsuperscript{213} From the outset, Iceland's Ministry of Interior sidestepped the substance of the issue.\textsuperscript{214} The Ministry's chief spokesman insisted that any asylum request be initiated from within the country.\textsuperscript{215} Later, the Icelandic Parliament would decline to grant Snowden the citizenship that would ensure his secure settlement.\textsuperscript{216}

Iceland is a signatory to both the Refugee Convention and the Refugee Protocol.\textsuperscript{217} The Act on Foreigners No. 96/2002, which "appl[ies] to the right of foreigners to enter Iceland," incorporates the

\textsuperscript{209} Cf. Yulia Krylova, The Nature of Corruption and Multilateral System of Anti-Corruption Regulation in the Transition Economy of Russia, 65 EUR. J. SCI. RES., 79, 79–92 (2011) (noting that in the United States, economic incentives for whistleblowing have been instrumental in detecting misconduct, both in the public and private sector).
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Refugee Convention’s standard definition of refugee. Additionally, Article 44 extends the refugee designation to foreigners who could experience capital punishment, torture, or other inhumane treatment upon return to their home country. Combined with Iceland’s reputation as an informational freedom advocate, this relatively broad refugee definition suggests that Iceland should be among the more generous nations in granting asylum applications; however, recent statistics do not support this conclusion.

Even domestic law that evinces a clear state interest in openness is ultimately meaningless to the individual unless actual procedures implement the policy. Iceland granted only 6.5 percent of its asylum applications through roughly ten months of 2013. There was a very small sample size of 137 applications for this time period, but the result still registers beneath Russia’s 7.7 percent refugee approval.

Although clearly reluctant to protect foreigners through the asylum system, Iceland’s recent history of statutory whistleblower protections suggests a strong domestic interest in transparency. On June 16, 2010, the parliament unanimously approved a proposal for the Icelandic Modern Media Initiative (IMMI), a wide-ranging set


219. See id. arts. 44, 44a (expanding the definition of refugee beyond that which was proffered in the Refugee’s Convention, thereby encompassing a wider range of foreigners).
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of journalist and whistleblower protections to be implemented in subsequent years. The IMMI aims to expand the right to request information from the government, enhance whistleblower protections, and cultivate a friendly regulatory environment for media and their sources. Despite Iceland exhibiting a particularly ambitious public policy favoring transparency, the extent to which it will apply this policy in asylum determinations, and the extent to which it will influence the international community, is yet to be determined.

**IV. Remedies for Tension Between Sovereignty and Transparency**

The technological progress of the early twenty-first century has enabled not only previously unimaginable intelligence-gathering capabilities but also the capacity to instantaneously alert countries throughout the world to the existence of such activities. This rapid advancement inevitably presents challenges for established systems of international and domestic law. Part IV suggests methods of coping with the issue of unauthorized intelligence disclosures and political asylum, and has three parts. Subpart A advocates for preventative measures that will lower the risk of unauthorized disclosures by removing the veil of secrecy around the information in question. Subpart B proposes that countries ground their asylum determinations in state interest as demonstrated through domestic whistleblower protections. Subpart C considers the Snowden affair in light of these proposals and concludes.

**A. Preventative Measures**

Maintaining secrecy in an interconnected world is a difficult task for all people, organizations, and nations. The Snowden disclosures illustrate that all countries, no matter their military might or influence on world events, are susceptible to data breach. As states
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continue to use and store data for national security purposes, the growing connectivity of countries from technological advancements renders the protection of secrets increasingly difficult. The United States has a strong interest in the security that surveillance capabilities are meant to provide. However, national security may also benefit from reducing the need for such surveillance in the first place and increasing transparency of those capabilities that remain.

1. Diplomatic Disarmament

Greater international cooperation generally decreases the need for intelligence gathering. Countries that work closely together on matters of mutual interest are less likely to threaten each other’s power structures. To do so would harm each country’s cause. If the United States feels sufficiently less threatened, the type of extensive surveillance apparatus revealed in the wake of the Snowden disclosures would be less useful. The problem of disclosing classified information is thus preempted, as the underlying activity does not occur.

However, this type of diplomatic disarmament faces certain obstacles beyond the basic notion that diplomacy suffers from obstinate or fundamentally hostile partners. First, the issue is complicated where there is not a formal state entity with which to cooperate. Non-state actors play a significant role in international affairs, and some may carry an informal power structure that makes it difficult to build the type of close relationship necessary to support this solution. Further, states must retain the level of sovereignty
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necessary to provide for their national defense.\textsuperscript{234} Although there will be barriers to building trust, they are not insurmountable. States can devise strategies to take verifiable steps toward using intelligence information in a collaborative rather than adversarial manner.

2. Unilateral Transparency

Openness need not be achieved through a predetermined accord, skeptically monitoring the compliance of all countries involved. A state may unilaterally pursue a policy of transparency, which would have the same effect of preempting domestic disclosures. Although it may seem foolish to risk national defense in service of an ideological conceit, it is necessary to acknowledge the logistical realities of a large surveillance apparatus. At least two factors suggest that Snowden-like disclosures are increasingly likely to occur as surveillance technology continues to expand.\textsuperscript{235} If that is the case, it is wiser to control the dissemination of information rather than react to unexpected leaks.

First, the Snowden disclosures confirm the massive scope of the U.S. surveillance apparatus. While the technology is such that relatively few individuals can oversee a particular surveillance program without difficulty, the intelligence community as a whole employed around 200,000 people as of September 2009.\textsuperscript{236} Such a sprawling intelligence network provides more people the opportunity to see or access classified information. Of course, intelligence agencies thoroughly screen potential employees and conduct random security audits—particularly since the Snowden affair. \textsuperscript{237} But these procedures are imperfect, and the chance of an individual successfully evading them increases with a larger pool.\textsuperscript{238}
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Second, no single country has exclusive claim to advancing technologies. As surveillance capabilities advance, so do malicious hacking techniques. Such attacks could come from many different sources attempting to gain a strategic advantage, including individuals, non-state actors, and other countries. It is unclear whether surveillance technologies can evolve with sufficient defensive measures to guard against attacks. Most likely, the balance shifts as parties compete in a technological arms race for cyber supremacy. Such uncertainty is not a desirable national security posture. By controlling information dissemination through a transparency initiative, the United States would remove the potential advantage created by a successful cyber attack.

The Open Society Justice Initiative (OSJI) recently facilitated an effort to spur such transparency initiatives by providing suggested reforms to a government's power to rely on national security rationales when withholding information or punishing disclosures. Issued on June 12, 2013, The Global Principles on National Security and the Right to Information (the Tshwane Principles) provides a well-researched template advocating that the right to information shall only be overcome by a national security interest in carefully prescribed circumstances. The Tshwane Principles do not call for radical transparency, recognizing the need to keep certain types of information classified for national and economic security reasons. According to the OSJI's Briefing Paper on The Tshwane Principles, three different principles establish an anti-retaliation provision for whistleblowers and the media. However, the whistleblower must
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act in good faith, follow applicable procedures, and only disclose an amount of information reasonably necessary to satisfy the public interest. While still advancing an interest in transparency, such affirmative requirements on the whistleblower ensure that individuals would not be free to commit nefarious deeds for personal gain and later obtain clemency on the technicality that there was some disclosure involved.

B. Damage Control

Diplomatic disarmament and unilateral transparency do not address the legal issue of ambiguity in the international and domestic asylum law definitions of refugee. Even if preventative measures are largely successful in avoiding future disclosures, some remedial measures are necessary to address preexisting cases and instances that fall through the cracks. Snowden is one such example. Therefore, countries should embrace domestic political asylum determinations as an opportunity to exhibit consistency with the policies underlying domestic whistleblower statutes. Although some countries, such as Russia, lack any formal or functional protections from which to draw policy, the potential availability of redress in other jurisdictions should protect certain disclosures and deter unlawful behavior.

A single agreement—the Refugee Convention—rests at the heart of international asylum law. Through domestic asylum adjudications, sovereign states have the opportunity to interpret the Refugee Convention in such a way to guide the evolution of political asylum jurisprudence in a more stable and individualized way.

Some scholars have demonstrated a functional approach to extending international asylum law jurisprudence across a range of

---

245. See id. (indicating that the Principles require that whistleblowers be protected, "provided [they] acted in good faith[,...] followed applicable procedures[,]" and did not "disclose[...more information than was reasonably necessary to disclose the information of public interest]."

246. See id. (explaining that for any whistleblower who "discloses more information than was reasonably necessary... any punishment should be proportionate to the harm caused").


248. See generally UNHCR Introductory Note, supra note 21, (stating that the Convention, at the international level, provides the most comprehensive codification of refugee's rights).

249. See DEPT OF INT'L PROT., supra note 109, at 62 (indicating that individual states are ultimately responsible for implementing the Refugee Convention).
topics. For example, the United States has recently imbued domestic asylum determination with domestic policy by granting asylum to victims of discrimination for sexual orientation, gender violence, and concealment of religious belief. Although these designations do not explicitly appear in the text of the Refugee Convention, U.S. courts have embraced the opportunity to implement international law in a way that compensates for its perceived deficiencies or ambiguities. At least in the United States, there is a precedent for purposive interpretations of the Refugee Convention.

Aside from any normative benefits to this purposive method of implementing the Refugee Convention, it is consistent with the historical role of asylum as an indicator of value judgments. Although the prominence of political considerations varied over time, they have factored into asylum determinations in some capacity throughout history. Because this approach encourages nations to embrace individual state policies, there will be uneven application of asylum law depending on the jurisdiction. However, this is already the case among signatories of the Refugee Convention. The United States, Russia, and Iceland all experience widely varying implementation of the Refugee Convention. This approach, therefore, benefits from consistency between reasoning and rulings and allows flexibility for individual states. The influence of
jurisdictions exhibiting strong policy for transparency should mitigate the uneven application of whistleblower policy in asylum over time.\textsuperscript{258}

C. Application to Snowden

For Snowden's claim to succeed under the Refugee Convention, he must argue that his charged crimes—particularly the Espionage Act violations for the unauthorized and willful communication of classified intelligence information to unauthorized parties—are sufficiently political and that the fear he would suffer from persecution as a result of membership in a protected class upon return to the United States is well-founded.\textsuperscript{259} As established in the discussion on modern asylum law, these issues are not consistently resolved across jurisdictions.\textsuperscript{260}

With the benefit of hindsight, it is possible that the United States could have preempted the disclosures in accord with the goals of this Note's proposals regarding preventative measures.\textsuperscript{261} In this case, whether unilateral transparency could have avoided Snowden's disclosures depends on the nature of the information included in the initiative. Although one may assume that there existed a level of surveillance activity under which Snowden would not have revealed information, the precise tipping point is entirely speculative.\textsuperscript{262} Further, diplomatic disarmament through enhanced cooperation between states on the basis of mutual interest would likely not have been sufficient in Snowden's case.\textsuperscript{263} Because the disclosed surveillance operations included so many different countries, it is unreasonable to assume that the United States would have been able to reach the required trust level with all of them to make diplomatic disarmament a viable approach.\textsuperscript{264}

\begin{itemize}
\item \textsuperscript{258} See Simon Wolfe et. al, Whistleblower Protection Rules in G20 Countries: The Next Action Plan 10-11 (Public Consultation Draft, June 2014) (indicating that most international organizations and governmental anticorruption agencies have incorporated whistleblowing into their anticorruption, pro-transparency programs because of its proven effectiveness in diminishing those issues).
\item \textsuperscript{259} See Refugee Convention, \textit{supra} note 110, art. I(A)(2) (stipulating that “the term ‘refugee’ . . . applies to any person who . . . owing to well-founded fear of being persecuted” cannot return to “the country of his nationality”); Finn & Horwitz, \textit{supra} note 10 (noting that “[f]ederal prosecutors have filed a criminal complaint against Edward Snowden” that charges Snowden “with theft, ‘unauthorized communication of national defense information’ and ‘willful communication of classified communications intelligence information to an unauthorized person’”).
\item \textsuperscript{260} See \textit{supra} Part III.A (discussing the lack of a uniform definition of political persecution).
\item \textsuperscript{261} See \textit{supra} Part IV.A.1–2 (advocating for measures to reduce the tension between sovereignty and transparency such as diplomatic disarmament and unilateral transparency).
\item \textsuperscript{262} See, e.g., Mark Felsenthal, Obama: US Needs Checks on NSA Data Gathering But Can't Disarm, \textsc{Reuters} (Dec. 20, 2013, 5:45 AM), http://www.reuters.com/article/2013/12/20/us-usa-surveillance-obama-idUSBRE9BJ19L20131220
\end{itemize}
Assuming that preventative measures would not have preempted Snowden's disclosures, his likelihood of success under Part IV.B's method of grounding domestic asylum determinations in a state-specific purposive reading of the Refugee Convention would, by necessity, depend on the jurisdiction.265 The three countries analyzed in Part III.B would produce three different results depending on the strength of their domestic whistleblower protections. Russia, without any whistleblower statute on which to base a state interest, would firmly deny Snowden asylum.266 To the extent that the IMMI represents a very strong state interest in transparency, Iceland would likely grant asylum.267 Ignoring for a moment that the United States is Snowden's home country and the focus of the disclosures, the result is less clear. While there are numerous statutes establishing whistleblower protections in the United States, they have been historically ineffective.268 SOX, Dodd-Frank, and the Intelligence Authorization Act for Fiscal Year 2014 may indicate a grant of asylum, but the corporate nature or uncertain implementation of those statutes is a complicating factor.269

This Note's approach is ultimately prescriptive, not predictive. It offers a general framework for resolving ambiguities in international and domestic asylum law by allowing significant flexibility to the adjudicating country. Although there would be variance among individual cases, the general trend would reveal the domestic state's policy preference over time, providing states incentive to increase transparency by encouraging the disclosure of wrongful behavior.

Jacob Stafford*

[http://perma.cc/4LPW-62LQ] (archived Sept. 14, 2014) (reporting that President Obama acknowledged that some checks on U.S. surveillance practices are necessary, but stated “we can’t unilaterally disarm”).

263. See id. (noting Obama’s opinion that Snowden’s actions caused “unnecessary damage” to U.S. diplomacy and made America vulnerable to other countries that are interested in disparaging U.S. policies).

264. See supra Part IV.A.1 (highlighting the inherent difficulties impeding the viability of diplomatic disarmament).

265. See DEPT OF INT'L PROT., supra note 109, at 62 (indicating that individual states are ultimately responsible for determining who qualifies as a refugee within their borders).

266. See supra Part III.B.2 (highlighting the lack of specific whistleblower protections in Russian law).

267. See supra Part III.B.3 (suggesting that Iceland’s recent history of statutory whistleblower protections indicates a strong interest in transparency).

268. See supra Part III.B.1 (explaining that the focus on whistleblower protections in the United States tends to be on anti-retaliation measures and not remedies).

269. See supra Part III.B.1 (acknowledging that SOX and Dodd-Frank support and incentivize private-sector corporate whistleblowers).
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