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A Look into the Data Privacy Crystal Ball: A Survey of Possible Outcomes for the EU-U.S. Privacy Shield Agreement

ABSTRACT

The trade relationship between the European Union and the United States, the largest cross-border data flow in the world, is in a state of uncertainty. Operating under different notions of what privacy should look like and divergent legal protections for personal data, the European Union and United States have struggled to reach a mutually acceptable agreement in the past. This Note analyzes their latest attempt, the EU-U.S. Privacy Shield, with specific emphasis on (1) the way it has improved upon its predecessor, the EU-U.S. Safe Harbor; (2) the weaknesses that still remain; and (3) the external factors that threaten the future success of the agreement. Without attempting to predict a specific outcome, this Note surveys the potential challenges to the Privacy Shield in the coming years and considers potential alternative frameworks. This Note proposes that the agreement should be restructured into a private-public EU-U.S. business arrangement, in which a Data Privacy NGO takes over the duties of the US government. By relying on corporate self-regulation, the Privacy Shield can preserve its basic framework and Privacy Principles, while minimizing the vulnerabilities that make the agreement susceptible to invalidation.
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I. INTRODUCTION

Personal data is a currency of the modern age and a valuable commodity in an increasingly electronic world. However, unlike traditional forms of currency, personal data inherently relies on private information about real people, occupying a sacred space that
warrants heightened protection. The dominant exchange of this ubiquitous personal data currency occurs between EU member states and the United States. Despite this, the United States and the European Union historically have fallen short in reaching a consensus about the permissible process by which EU personal data can be transferred to the United States.¹

On October 6, 2015, the Court of Justice of the European Union (CJEU) issued a decision invalidating Safe Harbor, the previous EU-U.S. privacy agreement that permitted data transfer between the European Union and the United States. In invalidating the agreement, CJEU explained that Safe Harbor was not compliant with the Data Protection Directive and US enforcement of the agreement prioritized US concerns over the Safe Harbor Principles.² Less than a year later, the European Commission (EC) approved a new data sharing agreement, the EU-U.S. Privacy Shield (Privacy Shield), which went into effect on August 1, 2016.³ While the Privacy Shield is an improvement on the protection afforded to EU citizens and their personal data, the framework of the new agreement is not immune to challenge by the European Union and faces an uncertain future.

This Note investigates the range of possible outcomes that could result from the Privacy Shield. Part II examines the differing notions of privacy within the European Union and the United States, and analyzes the EU Data Protection Directive’s impact on US collection, usage, and onward transfer of EU personal data. Part III outlines the predecessor agreement, EU-U.S. Safe Harbor, and discusses the rationale for its invalidation. Part IV introduces the new agreement, the EU-U.S. Privacy Shield, outlining its structure, identifying the improvements within the new framework, and recognizing the weaknesses that threaten its long-term success. Part V considers the potential challenges for the Privacy Shield in the upcoming years: joint annual review and review by the European Court of Justice. Next, it offers a synopsis of the alternative mechanisms for compliance if the Privacy Shield framework is invalidated. Part V concludes by recommending restructuring the Privacy Shield as a public-private arrangement, replacing the role of the US government with a Data Privacy non-governmental organization (NGO) to exploit the

---

1. See Case C-362/14, Schrems v. Data Protection Comm’r, 2015 E.C.R. § 106 (serving as the latest failure to reach a data sharing agreement that satisfies the EU Data Protection Directive’s requirements).
2. See id. (holding that the Safe Harbor did not meet the Article 25 requirement for “an adequate level of protection” required to safeguard EU data subjects’ fundamental right).
improvements in the Privacy Shield, while minimizing the risk of invalidation.

II. BACKGROUND

This Note only concerns the transfer of EU personal data to the United States for collection, usage, or onward transfer. Examples of these transactions include the inter-workings of one company with branches in both the United States and the European Union, travel corporations or online retailers who require personal information to finalize transactions, online educational institutions that seek personal statistics, social media platforms, and human resource companies, to name a few.\(^4\) While there is no universal definition of personal data, the European Union has defined it as any information that makes it possible to identify a person, including: names, phone numbers, birthdates, both home and email addresses, credit card numbers, national insurance numbers, IP addresses, employee information including number, login information, gender, and marital status, and biometric and genetic data.\(^5\) Personal data includes aggregate data, which involves the aggregation of information from servers and personal online profiles in order to tailor online ads to the specific preferences of a targeted user.\(^6\)

If the Privacy Shield fails, the consequences will be severe, impacting not only the EU member states' and the United States' economy, but global trade as well. The European Parliament recognized the importance of the EU-U.S. trade relationship, noting that cross-border data flows between the European Union and the United States are the highest in the world—50 percent higher than any other transfer—and acknowledging personal data as an essential component.\(^7\) The Department of Commerce (DOC) noted that EU-U.S.

---


5. Id.; Svetlana Yakovieva, Researcher, Inst. for Info. Law at the Univ. of Amsterdam, Speech at Vanderbilt Law School: The Protection of Personal Data in International Transactions (Sept. 22, 2016) (noting that there is no uniform definition, which makes it harder to negotiate between EU-US, citing as an example the fact that IP address fall under the EU's definition of personal data but would not be considered so in the US).


transatlantic trading is the largest trading relationship in the world, estimated to produce half a trillion dollars of commerce annually, representing half of all US investments abroad, and employing 3.5 million Americans. Clearly, there is a lot at stake both for consumers and corporate entities in the United States and the European Union.

The United States and the European Union not only have different notions of what personal data includes, but also operate under two very different definitions of privacy more generally, which impact their respective laws and public policies. As a result, the European Union and the United States have opposing views of what data protection specifically looks like and how it should be implemented. Despite these differences, the European Union and the United States have recognized the profound need for cooperation and consensus.

A. Differing Notions of Privacy in the United States and the European Union

The historical notion of privacy in the United States differs from that of the European Union. To start, the word “privacy” is absent from the US Constitution. American jurisprudence has recognized that a
right to privacy is implicit in the Fourth Amendment's prohibition against unreasonable search and seizure. However, courts have historically limited this right to criminal matters, leaving lackluster constitutional protection for civil privacy rights.

Beyond the Constitution, there is also a common law privacy tort in the United States: invasion of privacy. However, the tort's protection is narrow in reach: once an individual publishes personal information, he or she waives the right to sue for the tort. Statutory law in the United States has also failed to create a comprehensive set of privacy standards. Instead, legislative enactment has taken a piecemeal approach, passing narrow laws that are scattered across specific target genres. Often these pieces of legislation are reactive and narrow in scope, creating privacy rights in instances where highly publicized violations have engendered public concern. Notably, the right of privacy is not listed, it may exist. See generally U.S. CONST. amend. I, III, IV, V, IX; see Griswold, 381 U.S. at 484.

13. See generally U.S. CONST. amend. XIV ("The right of the people to be secure in their persons, houses, papers, and effects, against unreasonable searches and seizures, shall not be violated, and no warrants shall issue, but upon probable cause, supported by oath or affirmation, and particularly describing the place to be searched, and the persons or things to be seized.").

14. Consider, for example, the broad power of court-enforced civil discovery with the Fourth Amendment's protections against unreasonable governmental searches and seizures.

15. See generally Olmstead v. United States, 277 U.S. 438, 483-485 (1928) (Brandeis, J., dissenting) (arguing that even if the governmental actor did not violate the petitioner's constitutional rights in wiretapping his telephone, the government can still be liable in tort for a common law invasion of privacy. Olmstead's substantive ruling was overturned in Katz v. United States, 389 U.S. 347 (1967), when the Court determined that wiretapping was a "search" for purposes of the Fourth Amendment and the defendant had a "reasonable expectation of privacy.").

16. Therefore, while U.S. law recognizes the potential for privacy concerns, the extent of this protection is limited to a very thin margin of cases that do not account for the personal data concerns addressed in this Note. See Samuel D. Warren & Louis D. Brandeis, The Right to Privacy, 4 HARV. L. REV. 193, 216 (Dec. 15, 1890).


18. See id.; see also Jasmine McNealy & Angelyn Flowers, Privacy Law and Regulation: Technologies, Implications, and Solutions, in PRIVACY IN A DIGITAL, NETWORKED WORLD 189, 194–196 (S. Zeadally & M. Badra eds., Springer International Publishing 2015) (examples of narrowly constructed laws include the Cable Communications Policy Act, requiring cable companies to protect the privacy of consumer records; the Video Privacy Protection Act, protecting the privacy of videotape rental information; the Telephone Consumer Protection Act, protecting consumers against telemarketers; the Health Insurance Portability and Accountability Act, upholding the privacy of medical records; and the Children's Online Privacy Protection Act, restricting internet providers' collection and use of personal information of children under age 13).

19. See McNealy & Flowers, supra note 18, at 195 (viewing anti-terrorism legislation like the USA Patriot Act which allowed for easier law enforcement acquisition of voicemails as a reaction to the terrorist attacks of September 11, 2001).
majority of legal privacy protections in the United States guard against government intrusion. When regulation of the private sector must occur, there is a strong presumption in favor of self-regulation as the "least intrusive and most efficient means," preferring soft laws that permit, but do not compel, private actors' participation.20

The European Union has a very different notion of privacy that is reflected in the protections afforded individuals. Rather than limiting privacy rights to instances of government intrusion, the European Union recognizes privacy and data protection as an express right that protects individuals from corporate data collection.21 Privacy of one's personal data is a fundamental right that is guaranteed by the European Union Charter of Fundamental Rights.22 This *sui generis* right, analogous to a constitutional right in the United States, is grounded in international human rights instruments.23

In addition to recognizing a right to privacy, the European Union also asserts that data protection is an essential mechanism for protecting EU citizens' fundamental rights.24 The *Guidelines on the Protection of Privacy and Transborder Flows of Personal Data* (OECD Guidelines) were created by the Organization for Economic Co-Operation and Development (OECD), an intergovernmental organization with thirty-five participating members, including the European Union.25 The OECD Guidelines provide suggestions on what should be taken into account when developing legislation on privacy and data protection and highlight principles to preserve individual rights while easing restrictions on the flow of information between nations.26 The European Union's adoption of the OECD Guidelines, by

---

22. Charter of the Fundamental Rights of the European Union, art. 8, Dec. 18, 2000, 2000 O.J. (C 364) 10. ("1. Everyone has the right to the protection of personal data concerning him or her. 2. Such data must be processed fairly for specified purposes and on the basis of the consent of the person concerned or some other legitimate basis laid down by law. Everyone has the right of access to data which has been collected concerning him or her, and the right to have it rectified. 3. Compliance with these rules shall be subject to control by an independent authority.").
24. See McNealy & Flowers, *supra* note 18, at 198 (finding a right to privacy to be part of a body of rights considered to be both a human right and a fundamental freedom).
virtue of its membership in the OECD, resulted in each EU member state largely enacting its own data protection rules from the OECD Guidelines, creating uncertainty and inconsistency in legislation throughout the European Union.\textsuperscript{27} To remedy the confusion, EU member states voted to create a unified piece of legislation: The Data Protection Directive.

B. Standard for Transfer of EU Data: Data Protection Directive & General Data Protection Regulation

Directive 95/46EC\textsuperscript{28} of the European Parliament and of the Council of 24 October 1995, colloquially known as the Data Protection Directive (the Directive), aimed to harmonize data protection frameworks within the European Union by creating a more stable regulatory framework that required a uniform minimum standard of privacy protection across the European Union.\textsuperscript{29} Specifically, the Directive sought to achieve two goals: 1) facilitating the free flow of personal data within the EU; and 2) ensuring an equally high level of protection within all countries in the EU for "the fundamental rights and freedoms of natural persons, and in particular their right to privacy."\textsuperscript{30}

Of particular concern for this Note is Article 25 of the Directive, which specifies that personal data processed in the European Union can only be transferred to a party in a non-member state if the non-member state "ensures an adequate level of protection."\textsuperscript{31} The EC assesses adequacy and reviews data protection legislation in the non-EU country and then makes a determination with the assistance of the Article 29 Data Protection Working Party’s (WP29) non-binding opinion.\textsuperscript{32} "The Directive does not define what creates an adequate

\textsuperscript{27} See Ewing, supra note 25, at 323 (noting that "disparities in national legislation could hamper the free flow of data across frontiers . . . caus[ing] serious disruptions in important sectors of the economy, such as banking and insurance. . . .") see also id. at 328–329 (highlighting EU member countries’ calls for the “creation of a single, binding standard for all EU members.”).

\textsuperscript{28} Directives are not immediately binding, but rather “harmonizing” instruments that require each member state to enact national legislation that reflects the principles inherent in the directive; the Data Protection Directive requires member states to enact common rules regarding information privacy. Paul M. Schwartz, The EU-U.S. Privacy Collision: A Turn to Institutions and Procedures, 126 HARV. L. REV. 1966, 1971–72 (2013).

\textsuperscript{29} European Council Directive 95/46, art. 1, 1995 O.J. (L 281) 1, 2.

\textsuperscript{30} Schwartz, supra note 28, at 1972.


\textsuperscript{32} See W. Gregory Voss, The Future of Transatlantic Data Flows: Privacy Shield or Bust?, 19 No. 11 J. INTERNET L. 1, 8–9 (2016) (noting that the WP 29’s opinion is “not binding, but may be persuasive”). The WP 29 “is an independent privacy advisory group made up of, inter alia, representatives of the EU Member States national data protection authorities.” Id.
level of protection, but it indicates that all the circumstances surrounding the transfer, including the laws in force in the third country, must be considered by the supervising authority in making a determination about adequacy." 33

Article 25 reflects the EC’s intention that the “high level of protection within EU borders is not circumvented in cases where personal data originally collected or stored in a member state under the purview of the Directive is processed or transmitted outside the European Union.” 34 In practice, this led many of the countries that interacted with the European Union to alter their domestic privacy laws to align with the Directive. 35

Lacking an omnibus privacy protection regime, many US entities questioned the continuing legality of data transfers in light of Article 25’s nebulous “adequacy” requirement. 36 The United States’ sectoral approach to data protection, relying on a combination of legislation, regulation, and self-regulation, differed from the protections afforded by the Directive, and likely would have been deemed inadequate if a member state had requested an adequacy decision from the EC. 37 In practice, such a finding could impede transatlantic personal banking, brokerage transactions, hotel and airplane purchases, and credit card purchases involving EU citizens, as well as restrict multinational companies’ ability to manage millions of employees with offices in the European Union. 38 To avoid a designation of inadequacy and the halting of data transfers from the European Union to the United States, the DOC initiated a two-year negotiation with the European Union, which resulted in the Safe Harbor Agreement. 39

33. George et al., supra note 10, at 759.
34. Sun, supra note 17, at 104.
36. Schwartz, supra note 28, at 1980 (noting that while the EU never formally ruled on the adequacy of U.S. data protection laws, “the EU consensus [was] that the United States lacks an adequate level of protection”).
37. Voss, supra note 32, at 9 (noting that because this “sectoral approach” was viewed as inadequate, the U.S. and EU entered into the negotiations that would eventually result in the Safe Harbor Agreement).
38. George et al., supra note 10, at 738. But see infra Part V.C. (acknowledging that companies that used alternative compliance mechanisms such as BCRs, SCC, or consent could continue data transfer even if the EC ruled that U.S. data protections were inadequate).
As a brief aside, on May 4, 2016, the EU Commission adopted EU Regulation 2016/679, known as the General Data Protection Regulation (GDPR), which replaces the Directive and goes into effect on May 25, 2018. While this domestic change is significant for EU data protection requirements, for the purposes of this Note, the adequacy standard for non-member states under Article 25 is analogous to the new GDPR Article 45 requirement for permissible transfers, mandating "an adequate level of protection." 

III. LEARNING FROM THE PAST

A. EU-U.S. Safe Harbor Agreement

The Safe Harbor Agreement, effective November 1, 2000, allowed US organizations a voluntary mechanism by which to demonstrate the adequacy of their data protection under the Directive. Pursuant to the agreement, a company receiving personal data from the European Union must abide by the following Safe Harbor Privacy Principles:

40. *Id.* at 428–29 (noting that the new EU Data Protection Regulation "confirms the strictures of the Directive").

41. Commission Regulation 2016/679 of 4 May 2016 on The Protection of Natural Persons with Regard to the Processing of Personal Data and on the Free Movement of Such Data, and Repealing Directive 95/46/EC, 2016 O.J. (L 119) 61 ("A transfer of personal data to a third country or an international organization may take place where the Commission has decided that the third country, or territory or one or more specified sectors within that third country, or the international organization in question ensures an adequate level of protection.").
notice, choice, onward transfer, security, data integrity, access, and enforcement. These principles come from the Fair

42. Notice is defined as:
An organization must inform individuals about the purposes for which it collects and uses information about them, how to contact the organization with any inquiries or complaints, the types of third parties to which it discloses the information, and the choices and means the organization offers individuals for limiting its use and disclosure. This notice must be provided in clear and conspicuous language when individuals are first asked to provide personal information to the organization or as soon thereafter as is practicable, but in any event before the organization uses such information for a purpose other than that for which it was originally collected or processed by the transferring organization or discloses it for the first time to a third party.


43. Choice is defined as:
An organization must offer individuals the opportunity to choose (opt out) whether their personal information is (a) to be disclosed to a third party[] or (b) to be used for a purpose that is incompatible with the purpose(s) for which it was originally collected or subsequently authorized by the individual. Individuals must be provided with clear and conspicuous, readily available, and affordable mechanisms to exercise choice. For sensitive information (i.e. personal information specifying medical or health conditions, racial or ethnic origin, political opinions, religious or philosophical beliefs, trade union membership or information specifying the sex life of the individual), they must be given affirmative or explicit (opt in) choice if the information is to be disclosed to a third party or used for a purpose other than those for which it was originally collected or subsequently authorized by the individual through the exercise of opt in choice. In any case, an organization should treat as sensitive any information received from a third party where the third party treats and identifies it as sensitive.

Id.

44. Onward Transfer is defined as:
To disclose information to a third party, organizations must apply the Notice and Choice Principles. Where an organization wishes to transfer information to a third party that is acting as an agent, as described in the endnote[], it may do so if it first either ascertains that the third party subscribes to the Principles or is subject to the Directive or another adequacy finding or enters into a written agreement with such third party requiring that the third party provide at least the same level of privacy protection as is required by the relevant Principles. If the organization complies with these requirements, it shall not be held responsible (unless the organization agrees otherwise) when a third party to which it transfers such information processes it in a way contrary to any restrictions or representations, unless the organization knew or should have known the third party would process it in such a
Information Practices developed by the Federal Trade Commission (FTC) and track with many of the requirements found in the Directive.

The FTC enforced this agreement, categorizing any violation of the Safe Harbor Privacy Principles as an unfair or deceptive practice pursuant to Section 5 of the Federal Trade Commission Act, which prohibits "unfair or deceptive acts or practices in or affecting contrary way and the organization has not taken reasonable steps to prevent or stop such processing.

Id. (internal endnote deleted).

45. Security is defined as:

Organizations creating, maintaining, using or disseminating personal information must take reasonable precautions to protect it from loss, misuse and unauthorized access, disclosure, alteration and destruction.

Id.

46. Data Integrity is defined as:

Consistent with the Principles, personal information must be relevant for the purposes for which it is to be used. An organization may not process personal information in a way that is incompatible with the purposes for which it has been collected or subsequently authorized by the individual. To the extent necessary for those purposes, an organization should take reasonable steps to ensure that data is reliable for its intended use, accurate, complete, and current.

Id.

47. Access is defined as:

Individuals must have access to personal information about them that an organization holds and be able to correct, amend, or delete that information where it is inaccurate, except where the burden or expense of providing access would be disproportionate to the risks to the individual's privacy in the case in question, or where the rights of persons other than the individual would be violated.

Id.

48. Enforcement is defined as:

Effective privacy protection must include mechanisms for assuring compliance with the Principles, recourse for individuals to whom the data relate affected by non-compliance with the Principles, and consequences for the organization when the Principles are not followed. At a minimum, such mechanisms must include (a) readily available and affordable independent recourse mechanisms by which each individual's complaints and disputes are investigated and resolved by reference to the Principles and damages awarded where the applicable law or private sector initiatives so provide; (b) follow up procedures for verifying that the attestations and assertions businesses make about their privacy practices are true and that privacy practices have been implemented as presented; and (c) obligations to remedy problems arising out of failure to comply with the Principles by organizations announcing their adherence to them and consequences for such organizations. Sanctions must be sufficiently rigorous to ensure compliance by organizations.

Id.

49. Sun, supra note 17, at 107.

commerce." Only US organizations within the jurisdiction of the FTC or the Department of Transportation (DOT) were eligible for self-certification under the Safe Harbor Agreement, thus excluding financial institutions from certifying under the Safe Harbor.

To self-certify, an organization had to take the following steps: (1) confirm it was subject to the jurisdiction of the FTC or the DOT; (2) develop a binding privacy policy that mirrored the Safe Harbor Privacy Principles; (3) post the policy referencing Safe Harbor compliance so it was visible to the public; (4) develop an independent recourse mechanism for complaints; and (5) designate a contact person within the organization to receive any complaints. The benefits of the Safe Harbor attached on the date of self-certification with the DOC. This occurred upon the submission of a letter from the corporate officer (1) containing the organization's contact information; (2) explaining the extent of the company's processing of EU data; (3) describing the privacy policy created to protect that data; and (4) stating the company's claim of self-certification. Submission of this letter gave rise to a "presumption of adequacy" under the Directive. To ensure continued adherence to the agreement, organizations were required to re-register yearly with the DOC, which housed a list of all the organizations compliant with Safe Harbor.

While the EC issued a decision stating that the Safe Harbor agreement "ensure[d] an adequate level of protection for personal data transferred from the community to organizations established in the United States," not everyone was pleased with the protections provided. Some critics of Safe Harbor argued that the agreement was only a "minimalist solution," and that the United States never intended to follow through on its commitment to strengthen protections over time. Others pointed to the absence of actual enforcement by the FTC—which until 2009 had not brought a single enforcement action under the agreement. Many believed these

51. Id. at 14; see also Federal Trade Commission Act, 15 U.S.C. § 45 (prohibiting "unfair or deceptive acts or practice in or affecting commerce").
52. Cunningham, supra note 39, at 443 (based upon this limitation, in actuality "only U.S. organizations subject to the jurisdiction of the FTC as well as U.S. air carriers and ticket agents subject to the jurisdiction of the DoT could participate in Safe Harbor. Many organizations that deal in foreign commerce were not eligible for the Safe Harbor program, including certain financial institutions--like banks, investment houses, and credit unions, telecommunication common carriers, labor associations, non-profit organizations, and agricultural co-operatives").
53. Id. at 444.
54. Id.
55. See Ewing, supra note 25, at 338.
56. Id. at 340.
58. Voss, supra note 32, at 10.
59. See Cunningham, supra note 39, at 446.
weakened the current agreement’s inability to provide real protection for EU personal data. The Snowden revelations served only to further diminish the European Union’s trust in cross-border data flows with the United States.

B. Safe Harbor Invalidated: The Schrems Holding

While talks of revisions to the Safe Harbor were in the works, the CJEU issued a ruling that invalidated Safe Harbor, prematurely determining the status of the agreement. Maximillian Schrems, an Austrian law student and privacy advocate, brought a complaint against the Irish Data Protection Authority (DPA) for failing to consider his twenty-three complaints against Facebook’s Irish subsidiary for transferring Schrems’ personal data to its US parent company. Schrems originally brought the case in the High Court of Ireland, which referred the questions concerning the continued adequacy of the Safe Harbor to the CJEU. Schrems argued that, in light of the National Security Agency (NSA) revelations concerning US intelligence authorities’ practice of accessing personal data without court approval, his personal data lacked the adequate protection required by the Directive.

The CJEU, which interprets and reviews EU law, holds the sole power to invalidate EU legal actions and determine the compatibility of international agreements with EU law. In its holding invalidating the EU-U.S. agreement, the CJEU highlighted several fatal flaws in the agreement.
Safe Harbor, which are instructive when hypothesizing about the future of the successor, Privacy Shield. These include the lack of protection from US surveillance, the absence of any mechanism to hold the US government accountable for its promises under the agreement, and the lack of accessible redress mechanisms for EU citizens.

Article 25 instructs the EC to assess the non-EU member country’s level of protection by looking at “the circumstances surrounding a data transfer operation . . . [including] the rules of law, both general and sectoral, in force . . . and the professional rules and security measures.” The CJEU noted that the EC, in deeming the Safe Harbor framework adequately protective, only considered the adequacy of the principles and implementation documents, and failed to consider the larger scope of applicable US laws. The fact that US domestic concerns regarding national security, public interest, or law enforcement requirements had primacy over the Safe Harbor Principles deeply troubled the CJEU, and the reality that Safe Harbor permitted interference with EU citizens’ fundamental right to privacy was unacceptable to the Court.

Additionally, the CJEU found that while self-certified US companies were legally obligated to provide “adequate” protection to EU personal data, US government authorities were not similarly bound to follow through on their commitments. Finally, the CJEU highlighted the absence of “administrative or judicial means of redress”

68. See Schrems, 2015 E.C.R. § 86 (explaining that US “national security, public interest, or law enforcement requirements have primacy over the safe harbor principles”).

69. See id. § 82 (expressing concern regarding the fact that US public authorities are not required to comply with the Safe Harbor principles).

70. See id. § 90 (discussing the lack of administrative or judicial redress for EU citizens); Natascha Gerlach, James Daley & Clearay Gottlieb, From Safe Harbor to the EU-US Privacy Shield (2016), https://www.americanbar.org/content/dam/aba/events/cle/2016/05/cc1605edv/cc1605edv.cor.authcheckdam.pdf [https://perma.cc/MIXC7-DZML] (archived Sept. 20, 2017) (“The lack of legal remedies for non-US citizens/legal residents violates the right to effective judicial protection.”).


73. Schrems, 2015 E.C.R. § 82.
for EU data subjects.\textsuperscript{74} Without a mechanism for EU citizens to have their complaints assessed and remedied, the Court found US promises to be illusory in the eyes of the Court and insufficient to protect citizens' fundamental rights required under the Directive.\textsuperscript{75} Following the invalidation of Safe Harbor, there was even more political pressure on both sides of the Atlantic to reach a new agreement.\textsuperscript{76}

IV. ANALYSIS OF THE PRESENT: EU-U.S. PRIVACY SHIELD AGREEMENT

On February 2, 2016, the European Union and the United States announced the successor agreement to Safe Harbor, the EU-U.S. Privacy Shield, and released a draft adequacy decision to the public shortly thereafter. Many in the European Union criticized the draft, including the WP29,\textsuperscript{77} the European Parliament\textsuperscript{78} and the European

\textsuperscript{74} Id. § 90.
\textsuperscript{75} Id. § 95.
\textsuperscript{76} See Voss, supra note 32, at 11 (discussing "other bases for adequacy in transatlantic data flows" following the Schrems decision). Negotiations had been going on since late 2013 in response to EU suspicion about NSA surveillance and its impact on EU data. Other critics pointed out that the original agreement was established in the late 1990s, and since then major technological advancements have occurred, which implicate new issues that weren't perceived in the original negotiation. WEISS & ARCHICK, supra note 72, at 8-9.
\textsuperscript{77} Opinion 01/2016 of Article 29 Data Protection Working Party, April 13, 2016, http://ec.europa.eu/justice/data-protection/article-29/documentation/opinion-recommendation/files/2016/wp238_en.pdf [https://perma.cc/4DSN-DAAZ] (archived Oct. 8, 2017) (the EU Article 29 Working Party acknowledged that the Privacy Shield was a "great step forward" but highlighted that there were still areas that were unacceptable, including its lack of explicit denial of "massive and indiscriminate bulk" collection by US authorities, concerns regarding commercial parts of the decision: including data retention, data integrity and purpose limits, and assessing the law enforcement guarantees under the Privacy Shield) (hereinafter Opinion 01/2016); see also Privacy Shield – Rejected. GDPR – Accepted: What This Means to Your Organization and What You Should Consider Doing Now, FOLEY (April 16, 2016), https://www.foley.com/Privacy-Shield-Rejected-GDPR-Accepted-What-This-Means-to-Your-Organization-and-What-You-Should-Consider-Doing-Now-04-15-2016/ [https://perma.cc/4QPP-65MR] (archived Oct. 17, 2017) (outlining the WP29's primary concerns with the proposed Privacy Shield framework agreement); Gary Roboff, EU's GDPR and the EU-U.S. Privacy Shield: Where Are We and Why Are We There?, THE SHARED ASSESSMENTS BLOG (May 31, 2016), http://sharedassessments.org/2016/05/eus-gdpr-and-the-eu-us-privacy-shield-where-are-we-and-why-are-we-there/ [https://perma.cc/3NZR-DBD6] (archived Sept. 21, 2017) (explaining that the WP29's issues with the Privacy Shield "involved both commercial entities and access by public authorities to data transferred under the Shield, especially in areas related to national security").
\textsuperscript{78} See Resolution 2016/2727, supra note 7 (this non-binding resolution included the following areas of concern and alteration: potential for bulk collection still impermissibly being possible under draft calling for clarification on written assurances from the US; asks for redress mechanisms that are "procedure user-friendly and effective"; requests a sufficiently independent ombudsperson; and calls for the Commission to implement fully the recommendations of Article 29 Working Party); Privacy Shield and the General Data Protection Regulation: More Key Developments,
Data Protection Supervisor, Giovanni Buttarelli. They all expressed concerns regarding whether the new agreement provided the requisite protection for EU data subjects. While this early dissonance was nonbinding, many felt that "the Commission [was] obligated to take up necessary adjustments to the adequacy decision in its negotiations with the US," and that if these concerns were not addressed prior to implementation of the Privacy Shield, the agreement would face challenges before the CJEU.

Taking many of the criticisms into consideration, the EC and DOC amended the original draft. This updated version was then approved by the Article 31-Committee (which is comprised of representatives of each of the EU member states and has binding authority) and formally adopted by the full EC. The Privacy Shield went into effect on July 12, 2016. The agreement not only created the potential for a more stable and efficient compliance mechanism for US companies, but also showed the strong force of transatlantic cooperation. The European Union and the United States recognized the need for an...
agreement that honors the fundamental rights of EU citizens while still providing a realistic standard by which companies can comply—the EU-U.S. Privacy Shield is their latest attempt at striking this proper balance.

A. How the EU-U.S. Privacy Shield Framework Operates

The Privacy Shield operates in a similar fashion to Safe Harbor, allowing companies to opt into the requirements of the Privacy Shield by self-certifying to the DOC that they will abide by seven privacy principles. These principles possess similar titles to Safe Harbor but represent more demanding requirements from participating companies. The Privacy Shield Framework also includes supplemental principles that create a wide range of obligations for the companies implicated. While entry into the Privacy Shield framework is voluntary, once a company joins and publicly certifies its commitment to the Privacy Shield Principles, its compliance under the Principles is mandated.

To self-certify, a company must create a “Privacy Shield-compliant privacy policy” in line with the Privacy Shield Principles to be posted on the company’s public forum so it is accessible to EU citizens. The Privacy Shield program is administered by the International Trade Administration (ITA) and enforced by the FTC. ITA is an agency.
within the DOC responsible for verifying that companies that opt into the Framework satisfy their requirements for self-certification. Accordingly, ITA is charged with maintaining the Privacy Shield List—the public list of all US organizations that have declared their commitment to adhere to the principles—which includes adding those that have successfully certified and removing organizations that have voluntarily withdrawn, have failed to recertify, or have shown a pattern of failure to comply. Along with the Privacy Shield List, the ITA has a working list of those companies that have been removed and the reasons for their removal—all of which is available to the public.

Self-certification with the ITA is an annual process for companies that wish to stay protected under the Privacy Shield. Companies should be aware that even if they decide to withdraw from the Privacy Shield list, the requirement to act in accordance with the Privacy Shield Principles still attaches to any data retained as a result of participation in the program. As of October 19, 2017, a total of 2,517 companies had certified under the Framework, including major corporations like Google, Facebook, and Microsoft. US companies have been quick to praise this new deal, saying that it protects user privacy while allowing for the continuation of economically significant transatlantic trade.

---

91. See Administration of Privacy Shield, PRIVACY SHIELD FRAMEWORK, https://www.privacyshield.gov/article?id=Administration-of-Privacy-Shield (last visited Oct. 8, 2017) (detailing the ITA’s verification process for companies that opt-in to the framework).


93. See id. ("Your organization must continue to apply the Privacy Shield Principles . . . otherwise, your organization must return or delete the information or provide 'adequate' protection for information by another authorized means.").

94. James Titcomb, Facebook Signs Up to Privacy Shield Data Treaty, THE TELEGRAPH (Oct. 16, 2016, 8:15 PM), http://www.telegraph.co.uk/technology/2016/10/15/facebook-signs-up-to-privacy-shield-data-treaty/ (archived Sept. 21, 2017) (significant since the prior EU-US agreement, Safe Harbor, was invalidated as a result of a complaint brought before the CJEU against Facebook).


96. Amar Toor, EU-US Privacy Shield Agreement Goes Into Effect: Tech Companies Welcome New Data Transfer Agreement, But Activists Say it Doesn’t Do Enough to Protect Privacy, THE VERGE (July 12, 2016, 5:03 AM), http://www.theverge.com/2016/7/12/12158214/eu-us-privacy-shield-data-transfer-
Affairs believes the Privacy Shield properly meets the EU's data protection rules.97

**B. Improvements in the Privacy Shield**

Even those most critical of the Privacy Shield concede that it is an improvement in many respects over its predecessor.98 The EU-U.S. Privacy Shield provides enhanced protections to EU data subjects through three general avenues: comprehensive data protection, user-friendly redress mechanisms that are accessible to EU citizens, and hands-on oversight by US authorities to ensure compliance and enforcement.

1. Data Protection Mechanisms

The Privacy Shield provides for more restrained processing and usage of EU data, specifically via more strenuous requirements on data retention and minimization. Under the Privacy Shield, US companies are constrained by two principles: (1) data retention, which prohibits the retention of personal data for an excessive time, and (2) data minimization, which permits companies to receive and process data only for a specifically stated purpose and bars them from retaining such data for any longer than needed for that specific purpose.99 If a company does keep data longer than specified, there must be a legitimate reason, like “archiving for public interest, journalism, literature and art, scientific or historical research, or for statistical analysis.”100

Another area of added protection under the Privacy Shield concerns the onward transfers of EU data to third parties that may or may not have independently opted in to the Framework.101 Under the old agreement, a US business did not have to provide notice and choice to EU data subjects if the transfer was to an agent of the company.102

---

97. Frank, supra note 84.
98. See Opinion 01/2016, supra note 77, at 2 (WP29 admitted that Privacy Shield was better than old Safe Harbor agreement).
99. See EU-U.S. Privacy Shield Framework Principles, supra note 85, at II.5 (describing data integrity and purpose limitations under the framework).
100. See id. (noting that if your data is kept for an extended purpose for any of the listed reasons the company is still required to comply with the Privacy Principles).
101. See id. at II.3 (describing accountability for onward transfer principal under the new Privacy Shield).
Organizations participating in the Privacy Shield conversely must ensure that any transfer of data to another company is properly protected. If the third party cannot adequately protect the data, the transfers must cease. Whether the onward transfer is to a third party acting as a controller or as an agent, a Privacy Shield company must contract with the third party and ensure that they provide the same level of protection as the original self-certified entity.

In addition to its impact on US companies, the Privacy Shield grants EU data subjects with new affirmative rights concerning the protection of their data. First, if a company under the Framework wishes to use the data for a purpose different than the one originally intended, EU citizens have the right to opt out of the continued usage of their data. Additionally, EU citizens now have the right to amend misstatements in their personal data—the data subject can request...
that a company amend or remove personal data that is inaccurate, outdated, or being handled in a way that violates the Privacy Shield. Further, under the new Framework, data subjects have a right to know if their information is being processed—if a data subject makes contact with a company, the company is obligated to confirm whether or not they possess the individual’s data within a reasonable time frame.

2. Redress Mechanisms

The CJEU cited the lack of accessible modes of redress for EU data subjects as a rationale for striking down Safe Harbor in Schrems v. Data Protection Commission. The DOC and EC acknowledged this weakness and instituted multiple venues in which EU citizens may file complaints and seek remedy under the Privacy Shield. Companies that want to certify under the Privacy Shield are required to provide free and user-friendly dispute resolution. EU citizens may choose whether to bring a complaint and in what form to file their claim. If a complaint is brought directly to the US company, the company must respond promptly to the individual, providing an independent recourse mechanism by which the EU data subject’s complaint can be fairly investigated and resolved. If an EU citizen prefers to submit her complaint to the DPA within the EU, the ITA assumes the responsibility for review and facilitation of a resolution.

109. See EU-US Privacy Shield Framework Principles, supra note 85, at II.6 (explaining that EU data subjects “must have access to personal information about them ... and be able to correct, amend, or delete that information where it is inaccurate”); see also GUIDE TO THE EU-U.S. PRIVACY SHIELD, supra note 4, at 11 (detailing that U.S. companies have to respond to data subject’s access request “within a reasonable time frame,” but a limit to this requirement might be if access would “breach professional privilege or conflict with legal obligations”).

110. GUIDE TO THE EU-U.S. PRIVACY SHIELD, supra note 4, at 11.

111. See EU-US Privacy Shield Framework Principles, supra note 85, at II.7 (Recourse, Enforcement and Liability Principles); GUIDE TO THE EU-U.S. PRIVACY SHIELD, supra note 4, at 10, 12 (detailing several means of lodging a complaint under Privacy Shield).

112. See EU-US Privacy Shield Framework Principles, supra note 85, at III.11 (Dispute Resolution and Enforcement).

113. An individual has several possibilities to lodge a complaint, including: with the company itself, through an independent resource mechanism like Alternative Dispute Resolution, review by a national Data Protection Authority (DPA), through the DOC, FTC, or Privacy Shield Panel (after other redress options have been attempted). See GUIDE TO THE EU-U.S. PRIVACY SHIELD, supra note 4, at 15.

114. Id.

If these recourse mechanisms prove insufficient, a company must commit to binding arbitration, the process for which is explicitly laid out in an annex to the Framework. The Privacy Shield not only greatly expands the explicit remedial rights of EU citizens, but importantly provides clear guidance for all involved on how to go about the exercise of redress actions.

Another grievance the CJEU voiced when striking down Safe Harbor was the lack of restraint on US surveillance of EU data. While this issue is still a source of contention in the new Privacy Shield, the agreement does provide EU citizens with the possibility of redress. This new protection was made possible by President Obama’s adoption of the Judicial Redress Act, which extended protections under the 1974 Privacy Act to citizens of the European Union. Additionally, the determination of necessity is judged by a newly created ombudsperson. This is a significant addition to the Privacy Shield.

---

116. See EU-U.S. Privacy Shield Framework Principles, supra note 85, at Annex I (Binding Arbitration) §§ A–H (details scope, available remedies, pre-arbitration requirements, binding nature, review and enforcement, the arbitration panel, procedures and costs).

117. See GUIDE TO THE EU-U.S. PRIVACY SHIELD, supra note 4, at 15–16 (noting all the ways that a data subject can lodge a complaint: (1) U.S. Privacy Shield Company; (2) Independent ADR body; (3) National Data Protection Authority; (4) Department of Commerce; (5) Federal Trade Commission; (6) Privacy Shield (Arbitral Panel).


119. See Litt, supra note 118; Swartz, supra note 118 (discussing access limitations on data obtained for law enforcement or public interest purposes).


121. U.S. DEP’T OF STATE, ANNEX A: EU-U.S. PRIVACY SHIELD OMBUDSPERSON MECHANISM REGARDING SIGNALS INTELLIGENCE, https://www.privacyshield.gov/servlet/servlet.FileDownload?file=015t00000004q0g (last visited Oct. 8, 2017) [https://perma.cc/6VN4-ZDDR] (archived Oct. 8, 2017); see Letter from John F. Kerry, Sec’y of State, to Věra Jourová, Comm’r for Justice, Consumers and
framework in that a new entity was created to ensure that the US
government is keeping its pledge to not excessively use EU citizens’
data, which has been a major concern for many in the European Union
following the Snowden revelations. Though a step in the right
direction, it remains to be seen whether this remedial action alone will
be sufficient to pacify the concerns of the EC and to withstand a
challenge by the CJEU.

3. Oversight Mechanisms

With commitments from the DOC, the FTC, the DOT, the Office of National Intelligence, the Department of State, and the Department of Justice, the United States is going to great lengths to convince the EC of its intent to ensure US companies’ compliance with the Framework and its principles. While the FTC’s role in enforcing Privacy Shield is largely identical to its role in Safe Harbor, the agency appears to be taking its enforcement role more seriously. On September 8, 2017, the FTC released a statement that it settled charges against three US companies that had represented to consumers that they were participating in the EU-U.S. Privacy Shield despite their respective failures to complete the certification process.

Gender Equality, European Comm’n (July 7, 2016) (memorializing the agreement reached regarding the EU-U.S. Privacy Shield and the ombudsperson mechanism).

122. See GUIDE TO THE EU-U.S. PRIVACY SHIELD, supra note 4, at 13 (discussing the Privacy Shield Framework’s implementation of the Ombudsperson mechanism). But see WP 29 Statement, supra note 115, at 1 (recognizing that this independent review mechanism is still a component of the US government, there is no true binding component).

123. See Letter from Penny Pritzker, Sec’y of Commerce, to Věra Jourová, Comm’r for Justice, Consumers and Gender Equality, European Comm’n (July 7, 2016) (transmitting the Privacy Shield Package).


125. See Letter from Anthony R. Foxx, Sec’y of Transp., Dep’t of Transp., to Věra Jourová, Comm’r for Justice, Consumers and Gender Equality, European Comm’n (Feb. 19, 2016) (describing its enforcement of the Privacy Shield).

126. See Litt, supra note 118 (detailing PPD-28 and U.S. surveillance law).

127. See Kerry, supra note 121 (describing the new “Ombudsperson mechanism through which authorities in the EU will be able to submit requests on behalf of EU individuals regarding U.S. signals intelligence practices”).

128. See Swartz, supra note 118 (noting DOJ outline of safeguards and limitations on U.S. Government access for law enforcement and public interest purposes).

Many view this enforcement action during Privacy Shield’s infancy as “highlighting the FTC’s commitment to aggressively enforcing the Privacy Shield . . .”.130

The new agreement creates a more hands-on role for the ITA in motioning and supervising compliance under the agreement.131 Beyond the annual recertification process created originally in Safe Harbor, the ITA will now conduct ex officio compliance reviews via detailed questionnaires and will investigate companies that leave or fail to recertify under the Privacy Shield.132 While this represents a significant commitment of US government resources to the enforcement of the EU-U.S. Privacy Shield, it is important to recognize that these new commitments are not compulsory and do not provide the same motivational capital for compliance that might encourage US companies to certify and abide by the privacy principles.

Another novel feature of the new EU-U.S. Privacy Shield is annual joint review by both the DOC and the EC.133 This revisionary meeting ensures the Framework is working properly and allows for amendments if necessary. The ability to continually evolve the agreement as technology and the political climates of the European Union and the United States change is a dexterous addition.134 It should be stressed that the first annual joint review in September 2017 provided more information concerning whether the Privacy Shield will endure as a lasting transnational agreement or face a similar fate to Safe Harbor.135

compliance under any government data or privacy programs and must comply with FTC reporting requirements as conditions of their settlement).

130. See id. (Acting FTC Chairman Maureen K. Ohlhausen further emphasized that “[c]ompanies that want to benefit from these agreements must keep their promises or [FTC] will hold them accountable”).


133. See European Commission Implementing Decision EU 2016/1250, 2016 O.J. (C 207) 1 (detailing how the Annual Joint Review will be performed and who will participate).


135. See infra Part V.A (discussing the Annual Joint Review).
C. Remaining Weaknesses and Potential Issues Threatening the Privacy Shield

Though the improvements discussed above address some of the concerns cited by the CJEU, they by no means immunize the Privacy Shield from challenge or from the threat of invalidation. Looking critically at the new framework, not only is there still a strong threat that EU data will be subjected to US surveillance, but there are additional external variables in the backdrop that serve to threaten the vitality of the Privacy Shield.

1. Lack of Protection from US Surveillance

Many in the European Union are still concerned that the EU-U.S. Privacy Shield does not provide sufficient restrictions on US surveillance actions. Following the CJEU's invalidation of Safe Harbor, the WP29 issued guidance on the extent of permissible interference with a data subject's fundamental right to privacy in the name of surveillance when transferring data. The European Essential Guarantees are domestic EU standards established by the WP29 to help define what permissible interferences should look like in a democratic society. Although these principles do not directly apply to the United States, the WP29 used the European Essential Guarantees for data transfers in their Opinion 01/2016 to assess the adequacy of the Privacy Shield protections. While the WP29 acknowledges the increased transparency offered by the US Administration and the verbal commitment of the Office of the Director of National Intelligence (ODNI) to not indiscriminately collect personal data, it still highlights the absence of any concrete assurance within the Privacy Shield text that the practice will not take place. The

136. See generally Opinion 01/2016, supra note 77, at 11 ("The WP29 stresses that any interference with the fundamental rights to private life and data protection need to be justifiable in a democratic society.").


WP29's long-standing position has been that such massive and indiscriminate surveillance can never be proportionate or strictly necessary in a democratic society, which the European Essential Guidelines require to properly protect fundamental rights. It is unclear if the CJEU will follow the WP29's rationale and hold that the verbal commitment to stop indiscriminate and bulk collection of data by the ODNI is insufficient.

While the EU-U.S. Privacy Shield did create a new redress option for EU data subjects, satisfying the remedies element of the European Essential Guarantees, the efficacy of this mechanism remains to be seen. The WP29 celebrated the creation of an ombudsperson to evaluate when US surveillance goes beyond what is necessary for legitimate purposes, but it remained skeptical whether the position can be both independent and vested with significant power to provide adequate redress. The WP29 expressed the wish that the Privacy Shield had included more explicit guarantees concerning the independence and authority of the ombudsperson. Only time will show the efficacy and autonomy of the ombudsperson and whether the presence of a redress mechanism will be sufficient to appease the CJEU without more explicit corresponding limitations on bulk collection.

2. External Factors

Looking outside the four corners of the agreement, an additional examination of external factors in both the United States and the European Union exposes further weaknesses in the new Framework.

i. US Political Climate: Trump Administration

The 2016 US presidential election has created additional uncertainty about the future of the Privacy Shield, with some critics concerned about the new administration's intent to honor US promises. One of President Trump's first executive orders, "Enhancing Public Safety in the Interior of the United States," directed US agencies to "ensure that their privacy policies exclude persons who are not United States citizens or lawful permanent residents from the protections of the Privacy Act regarding personally identifiable information." While this caused a frenzy of speculation about the future of the
Privacy Shield, the EC has asserted that the executive order should not impact the current agreement.145 The EU-U.S. Privacy Shield and U.S. Privacy Act implicated within Trump's Executive Order are not mutually dependent instruments, and the Privacy Shield “does not rely on the protections under the U.S. Privacy Act.”146 Rather, the EC asserts that the Privacy Shield is based on the combination of “U.S. domestic law, international commitments, the Privacy Shield Principles, and an EC Decision of Adequacy.”147

It remains unclear whether the Executive Order will directly impact the Privacy Shield. However, the Order reflects the new administration's position on transnational data privacy and suggests that the administration may take action that could jeopardize the data transfer agreement in the future.148 The contrast between this executive order and those signed by President Obama149 suggests that the two administrations have different approaches to transatlantic data transfers. In response, EU Commissioner for Justice, Consumers, and Gender Equality Věra Jourová has stated that she intends to ensure that the United States upholds a "culture of privacy" and that it follows through on commitments regarding US law enforcement and surveillance activities.150 Only time will tell if the new Trump administration is committed to the Privacy Shield.


149. See Lomas, supra note 146 (noting that Obama’s E.O. called for the limiting of U.S. agencies’ surveillance to protect the privacy and civil liberties of all persons, whatever their nationality, and regardless of where they might reside).

150. See EU Commissioner Plans to Assess U.S. Privacy Shield Commitments, THE NAT’L L. REV. (Jan. 14, 2017), http://www.natlawreview.com/article/eu-commissioner-plans-to-assess-us-privacy-shield-commitments [https://perma.cc/7ZF4-2H56] (archived Sept. 23, 2017) ("Jourová indicated that she would seek to ensure that the U.S. maintains a 'culture of privacy' under the new administration, and that the U.S. government would continue to adhere to its commitments with regard to U.S. law
Another concern in the wake of the Trump election is whether President Obama's 2014 Presidential Policy Directive 28 (PPD-28) will be preserved. PPD-28 is "a keystone underlying support for the Privacy Shield," and has a binding effect on US intelligence agencies. It requires that intelligence agencies' collection and access to EU personal data be "as tailored as feasible," rather than "generalized." This Directive legitimately limits such agencies' ability to engage in bulk collection, which is a source of major concern of the CJEU and EU citizens surrounding the adequacy of the Privacy Shield. However, the new CIA Director, Mike Pompeo, has spoken directly against such limitations on US surveillance powers. This,


153. See Press Release, Office of the Press Sec'y, supra note 151 ("In determining whether to collect signals intelligence, the [U.S.] shall consider availability of other information . . . appropriate and feasible alternatives to signals intelligence should be prioritized."); see also Jones Day, supra note 151 ("PPD-28 requires collection and access to EU personal data by U.S. intelligence agencies to be 'as tailored as feasible' rather than carried out on a 'generalized basis.'").

154. See Jones Day, supra note 151 (explaining that PPD-28 has a binding effect on U.S. intelligence agencies); supra Part III.B (examining CJEU concerns about Safe Harbor included lack of surveillance protections); supra Part IV.C.1 (recognizing that one weakness that still remains in new Privacy Shield agreement is access to EU Data by U.S. Intelligence authorities); see also Kerry & Raul, supra note 152 (predicting that a revocation of PPD-28 would undercut the Privacy Shield Framework and likely lead to its suspension).

155. See Adam Klein, Surveillance Policy in a Trump Administration, LAWFARE (Dec. 22, 2016, 11:00 AM), https://www.lawfareblog.com/surveillance-policy-trump-administration [https://perma.cc/TH5K-3W95] (archived Sept. 23, 2017) (pointing out that Mike Pompeo challenged Obama-era surveillance policy in several ways, but also emphasized the importance of building enduring public support for surveillance activities on a bipartisan basis).
paired with recent executive orders, shows a diminished concern for data privacy.\textsuperscript{156}

In late March, Commissioner Jourová visited Washington D.C. to speak with US authorities about the state of the Privacy Shield, seeking reassurances that despite concerning US policy, the new administration was committed to the transatlantic agreement.\textsuperscript{157} Meetings included sit-downs with U.S. Secretary of Commerce Wilber Ross and Attorney General Jeff Sessions, as well as discussions with various US companies and privacy NGOs.\textsuperscript{158} Following her meetings, Commissioner Jourová spoke at the Center for Strategic & International Studies, stressing the need to limit government access to personal data and to ensure adequate oversight of companies’ compliance.\textsuperscript{159} Despite Commissioner Jourová’s positive tweets regarding her US travels,\textsuperscript{160} not all European regulators were convinced.\textsuperscript{161}

Privacy Shield critics became even more apprehensive on April 4, 2017, when President Trump signed a Congressional Resolution rescinding an Obama-era rule that required internet service providers

\textsuperscript{156} See id. (noting that Pompeo and Jeff Sessions have both supported bulk collection of communications metadata).

\textsuperscript{157} See Stephanie Bodoni, \textit{If Trump Spoils Privacy Pact, We’ll Pull It, EU Official Warns}, BLOOMBERG TECH. (Mar. 2, 2017), https://www.bloomberg.com/news/articles/2017-03-02/if-trump-spoils-privacy-pact-we’ll-pull-it-eu-official-warns [https://perma.cc/EJA5-7MJR] (archived Sept. 23, 2017) (Commissioner Jourová stated prior to her trip that “If there is a significant change, we will suspend...I will not hesitate to do it. There’s too much at stake”).


(ISPs) to seek customer permission before using their browsing history for marketing purposes.\textsuperscript{162} While the repeal has no direct impact on the Privacy Shield or on EU data subjects, the resolution added to concerns generally about the United States' commitment to privacy.\textsuperscript{163} Two days later, on April 6, 2017, the European Parliament passed a resolution on the adequacy of Privacy Shield protection, formally expressing concern about the Trump administration's commitment to upholding the Privacy Shield Principles.\textsuperscript{164}

The Resolution lists a number of lingering concerns from MEPs and includes an agenda for the EC with talking points for the September 2017 Annual Review.\textsuperscript{165} MEPs' criticisms include the voluntary nature of the agreement,\textsuperscript{166} the unclear scope of the right to object,\textsuperscript{167} the lack of explicit principles addressing the Privacy Shield's application to processors or agents,\textsuperscript{168} and the small number of US companies that use an EU DPA for the dispute resolution mechanism.\textsuperscript{169} Further, the MEPs noted that bulk collection is still possible so long as it is "as tailored as feasible" and "reasonable," which is more lax than the necessity and proportionality requirements mandated in the EU Charter.\textsuperscript{170} The Resolution also "deplores" that bulk surveillance is still permissible for law enforcement purposes under the Privacy Shield without any explicit mode of judicial redress.\textsuperscript{171}


\textsuperscript{163} See id. ("The new concerns over the commitment of the U.S. to privacy come during the ramp-up to the first annual review of the EU-U.S.").

\textsuperscript{164} See Resolution of 6 April 2017 on the adequacy of the protection afforded by the EU-U.S. Privacy Shield, Eur. Parl. Doc. 2016/3018 (RSP); see also Press Release, European Union, Privacy Shield: MEPs alarmed at undermining safeguards in the US (Apr. 6, 2017) (noting that the resolution was introduced by the Committee on Civil Liberties, Justice & Home Affairs and passed 306 votes to 240 votes with 40 abstentions).

\textsuperscript{165} See Resolution of 6 April 2017, supra note 164 (reiterating the call on the Commission to seek clarification on the legal status of the 'written assurances' provided by the US and to ensure that any commitment or arrangement foreseen under the Privacy Shield is maintained following the taking up of office of a new administration in the United States).

\textsuperscript{166} Id. ¶ 3.

\textsuperscript{167} Id. ¶ 12.

\textsuperscript{168} Id. ¶ 15.

\textsuperscript{169} Id. ¶ 14.

\textsuperscript{170} See id. ¶ 16 (calling for a uniform definition of bulk surveillance linked to the European understanding of the term, where evaluation is not made dependent on selection).

\textsuperscript{171} See id. ¶¶ 19, 26 ("Deplores the fact that neither the Privacy Shield Principles nor the letters of the U.S. administration providing clarifications and assurances demonstrate the existence of effective judicial redress rights for individuals in the EU whose personal data are transferred to a US organisation under the Privacy
Additionally, the Resolution specifically addresses troubling US domestic policy. It characterizes the repeal of the Federal Communications Committee rule discussed above as "yet another threat to privacy safeguards in the United States."172 Further, it "[expresses] great concern" over the NSA's "Procedures for the Availability or Dissemination of Raw Signals Intelligence Information," which permits sharing of private data without warrants amongst sixteen US agencies.173 It also challenges the independence of the ombudsperson174 and calls on the EC to assess the impact of President Trump's Executive Order on European citizens.175

The Resolution outlines points of clarification to be addressed during the Annual Review. These include: (1) confirming that the Privacy Shield will comply with the GDPR, EU 2016/679, which takes effect May 2018,176 (2) seeking reassurances from US authorities that their written assurances will be maintained under the new administration,177 and (3) ensuring that all mechanisms and safeguards touted by the US administration are being implemented and adequately protect data subjects.178

ii. EU Political Climate: Brexit

The political climate in the European Union further complicates the future of the Privacy Shield. Notably, there is uncertainty within the European Union surrounding Brexit's impact on the Privacy Shield Principles and further accessed and processed by US public authorities for law enforcement and public interest purposes.

172. Id. ¶ 22.
173. See id. ¶ 23 (stating concern that an individual affected by a breach of the rules can apply only for information and for the data to be deleted and/or for a stop to further processing, but has no right to compensation).
174. See id. ¶ 27 (stating that the Ombudsperson mechanism set up by the U.S. Department of State is not sufficiently independent and is not vested with sufficient effective powers to carry out its duties and provide effective redress to EU individuals).
175. See id. ¶ 25 (calling on the Commission to assess the impact of the Executive Order on 'Enhancing Public Safety in the Interior of the United States', and in particular its Section 14 on the exclusion of foreign citizens from the protections of the Privacy Act regarding personally identifiable information, contradicting the written assurances that judicial redress mechanisms exist for individuals in cases where data was accessed by the US authorities).
176. See id. ¶ 31 ("Calls on the Commission to take all the necessary measures to ensure that the Privacy Shield will fully comply with Regulation (EU) 2016/679, to be applied as from 16 May 2018, and with the EU Charter.").
177. See id. ¶ 8 ("Reiterates its call on the Commission to seek clarification on the legal status of the 'written assurances' provided by the US and to ensure that any commitment or arrangement foreseen under the Privacy Shield is maintained following the taking up of office of a new administration in the United States.").
178. See id. ¶ 35 (calling on the Commission to evaluate meticulously whether the mechanisms and safeguards indicated in the assurances and clarifications by the US administration are effective and feasible).
and on data transfers coming from the United Kingdom. Article 50 was triggered on March 29, 2017, which started the two-year clock for the United Kingdom to negotiate an exit deal. If all goes according to plan, the United Kingdom will exit the European Union and cease to be covered under the EU-U.S. Privacy Shield. An expert in data protection from the United Kingdom postulated that the existence of the “Privacy Shield in the UK post-Brexit is largely dependent on the model adopted by the UK in its departure from the EU.” Some have speculated that the United Kingdom will follow Switzerland and adopt a new privacy agreement with the United States independent from the European Union. Alternatively, the United Kingdom may choose to continue to act under the EU-U.S. Privacy Shield as a non-member of the European Union. Under this option, US companies would be expected to comply with UK law when dealing with the personal data of UK citizens and would no longer receive a presumption of adequacy under the Privacy Shield, creating confusion about requisite compliance. Thus, while Brexit is unlikely to directly impact the continuing existence of the Privacy Shield, it creates another source of uncertainty in the transatlantic data transfer arena.


182. See id. (following the example of Iceland, Liechtenstein and Norway).

183. See McCann FitzGerald, Brexit: Data Protection and EU-UK Data Flows, LEXOLOGY (Feb. 23 2017), http://www.lexology.com/library/detail.aspx?g=efb5c8be-a024-4e8d-8d0a-9bc417942eaf (archived Sept. 23, 2017) (“[T]he UK Government publicly stated that its Brexit goals include ensuring that, from the Exit Date, crossborder flows of personal data between the UK and the EU could continue on an ‘unhindered’ and ‘uninterrupted’ basis.”).

184. See Nesheiwat, supra note 181, at 2–3 (“[M]any U.S. companies that do some business in the EU, or otherwise interact with EU customers, must comply with EU data privacy laws.”).
V. LOOKING TOWARD THE FUTURE: THE POSSIBLE OUTCOMES FOR THE EU-U.S. PRIVACY SHIELD

Unfortunately, advocates and opponents of the Framework have no crystal ball to help predict the ultimate fate of the Privacy Shield. The agreement has faced opposition every step of the way. Yet that opposition has coexisted with a universal understanding of the importance of transatlantic trade between the European Union and the United States. Rather than providing an unsubstantiated guess as to the outcome, this Note recognizes the challenges the agreement may face in coming years and explores potential alternatives to the Framework as it exists today.

A. First Privacy Shield Challenge: Annual Joint Review

On September 18 and 19, 2017 in Washington, D.C., EU regulators had the opportunity to challenge the Privacy Shield for the first time during the inaugural annual joint review by the EC and the DOC.185 In addition to the members of the EC and the DOC, participants from the EU included: members of the WP29 and the European Data Protection Supervisor; and from the US: representatives from the FTC, the DOT, the Department of State, the ODNI, and the DOJ, as well as the acting Privacy Shield ombudsperson.186

Prior to the inaugural review, the EC surveyed the public opinion to identify concerns and discussion points to address during the September meeting.187 The EU Commissioner circulated questionnaires to companies that have certified under the Privacy Shield, trade associations, and other interest groups, setting a July 5,
2017 submission deadline for responses.188 Prior to the review, the agreement’s execution has effectively been stayed for a year, thus the September meeting was the first opportunity for invalidation.189

Following the review, the EC and the DOC issued a joint statement stating that the two “share an interest in the Framework’s success and remain committed to continued collaboration to ensure it functions as intended.”190 On October 18, 2017, the EC issued its conclusion that the United States “continues to ensure an adequate level of protection for personal data transferred under the Privacy Shield,” meaning that the Privacy Shield provides the requisite level of protection for EU data under the Directive.191 This is a significant holding considering many privacy experts in the European Union and the United States assumed the contrary.192 However, this adequacy holding does not necessarily mean that the Privacy Shield is a perfect framework in the eyes of the EC or the United States. Rather, the decision likely stands as recognition that invalidation of the Framework entirely would be more harmful than working within the current arrangement and editing areas of continued concern. The Commission conceded this in its report listing a number of recommendations that would ensure the continuing vitality of the Framework.193 Implicit in the EC's holding is the recognition that

188. See EU Commission Issues Questionnaire in Preparation for Annual Review of Privacy Shield, supra note 187 (stating that questionnaires include a variety of questions sought to gather information about how the certification process has gone for Privacy Shield certified companies, as well as gauge sentiments surrounding upholding of US commitments and US domestic law impact on the vitality of the agreement).


190. Press Release, U.S. Sec'y of Commerce and EU Comm'r for Justice, Consumers and Gender Equality, Joint Press Statement on the EU-U.S. Privacy Shield Review (Sept. 21, 2017) (recognizing that the “Privacy Shield raised the bar for transatlantic data protection by ensuring that participating companies and relevant public authorities provide a high level of data protection for EU individuals”).


193. Recommendations include:
while the Privacy Shield today is sufficient under EU law, absent changes in the future taking heed of the recommendations, the Framework may not survive future reviews. In a press release issued with the Report, the EC stated that it will collaborate with US authorities to ensure that the recommendations are followed and that the EU-U.S. Privacy Shield continues to work effectively.\footnote{194}

Ultimately, while the annual review and the EC's holding of adequacy is a positive development for the EU-U.S. Privacy Shield, it does not immunize the Framework from future challenge. The transatlantic data sharing agreement will face continued scrutiny during future annual reviews between the EC and DOC, as well as the threat of review by the CJEU.\footnote{195}

B. Upcoming Privacy Shield Challenge: Judicial Action by the CJEU

The CJEU itself may speak on the adequacy of the Privacy Shield, as it did with the predecessor Safe Harbor. Over the past few years, the CJEU has become intimately involved in questions of security and data protection.\footnote{196} At the time of this Note's submission, opponents

- 2.1 Companies should not be able to publicly refer to their Privacy Shield certification before the certification is finalized by the DOC.
- 2.2 Proactive and regular search for false claims by the DOC
- 2.3 Ongoing monitoring of compliance with the Privacy Shield Principles by the DOC
- 2.4 Strengthening of awareness raising
- 2.5 Improve coordination between enforcers
- 2.6 Study on automated decision-making
- 2.7 Enshrine the Protections of the PPD-28 in the Foreign Intelligence Surveillance Act
- 2.8 Swift appointment of the Privacy Shield Ombudsperson
- 2.9 Swift appointment of the members of the PCLOB and release of the PCLOB report on PPD-28
- 2.10 More timely and comprehensive reporting of relevant developments by U.S. Authorities

See Report on First Annual Review, supra note 186 (in conjunction with their holding of adequacy, the EC also recognizes that the "practical implementation of the Privacy Shield framework can be improved in order to ensure that the guarantees and safeguards provided therein continue to function . . . ").


\footnote{196} See Lauren Cerulus & Nicolas Hirst, Europe's Gavel Comes Down Hard on Tech, POLITICO (Oct. 9, 2016), https://www.politico.eu/article/european-court-of-justice-
have filed two legal challenges to the Privacy Shield's adequacy. First, Digital Rights Ireland, the privacy advocacy group that helped bring the suit that invalidated Safe Harbor, has brought a complaint in the Luxembourg General Court (a lower court of the CJEU).\textsuperscript{197} It asserts that the Commission's adequacy decision, which approved and adopted the Privacy Shield, should be invalidated because the agreement fails to protect the privacy rights of EU citizens.\textsuperscript{198} The second complaint is by La Quadrature du Net, a French civil liberties campaign group, asking for a similar annulment of the Privacy Shield.\textsuperscript{199} Both groups must prove that the Privacy Shield is "of direct and individual concern" to the groups in order to have standing to bring their complaints.\textsuperscript{200} Since both complaints are brought by civil liberties organizations, this may be challenging.

Assuming that these organizations satisfy standing and other procedural requirements, it may still take several years before the question of the adequacy of the Privacy Shield reaches the CJEU.\textsuperscript{201} Further, even if the CJEU does hear such a case, there is no guarantee that the court will invalidate the Privacy Shield. The CJEU could
accept the framework, which would confirm and strengthen the European Union’s adequacy decision, or issue guidance regarding any aspects it finds problematic. 202 While the CJEU is unlikely to invalidate the framework in the immediate future, the fact that there are already two challenges against it suggests an uncertain future for transatlantic personal data transfers between the European Union and the United States. In light of the weaknesses this Note has identified in the Privacy Shield and the propensity of the CJEU to invalidate it, the Privacy Shield is not a secure mechanism for trade in its current state. 203

C. Alternative Mechanisms to the Privacy Shield

While the focus of this Note has been the Privacy Shield, it is not the only mechanism by which transatlantic transfer of personal data between the European Union and the United States can be achieved. If the Privacy Shield is invalidated via Annual Joint Review or by the CJEU, or if the European Union and the United States decide that a blanket adequacy framework is unattainable, there are alternative contrivances available to US companies. 204 Absent a framework like the Privacy Shield, data transfers can still validly occur between the European Union and the United States through three mechanisms: (1) unambiguous consent by the data subject to the transfer; 205 (2) Standard Contract Clauses (SCCs), which are standard form, non-negotiable agreements that impose contractual obligations for data protection and are available on the EC’s website; 206 and (3) Binding Corporate Rules (BCRs), which are binding self-governance rules for multinational corporate groups that may be approved by national DPAs upon a finding that the group’s protection policy is sufficient and applies to all group members worldwide. 207 Notwithstanding the availability of these alternative mechanisms, many US companies still

202. See IRION ET AL., supra note 63, at 11–12 (detailing the powers of the CJEU).
203. See supra Part IV.C (explaining the weaknesses that still remain within the Privacy Shield).
205. See Lisa Mays, The Trickle Down Effect of Privacy Shield Uncertainty: Fluctuating Lines for Anti-Bribery Compliance, 19 No. 10 J. INTERNET L. 1, 9 (2016) (explores the various ways that absent a data sharing agreement, companies can permissible transfer and use EU data, including “a company [can] obtain consent to the transfer”).
207. Cohen, supra note 206, at 243; Gutterman, supra note 61, at 1.
prefer a comprehensive approach that allows certification under the Privacy Shield.\textsuperscript{208}

While unambiguous consent would grant US companies greater flexibility in negotiating with EU data subjects, it would come at a high administrative cost.\textsuperscript{209} Each data subject must fully and knowingly acquiesce to the transfer on an individual basis, which is much more taxing than simply requiring one-time self-certification and annual recertification that deems all of a company’s EU data transfers permissible.\textsuperscript{210} The Directive defines consent as a “specific and informed indication of a person’s wishes for data to be processed,” which is “unambiguously” and “freely given,” without “compulsion or an act of deceit.”\textsuperscript{211} In certain circumstances, like data transfers for the purpose of human resources or employment related activities, it is presumed that consent may not be properly given in light of the power imbalance of the parties.\textsuperscript{212} Further, according to the WP29, a data subject’s consent “is unlikely to provide an adequate long-term framework for data controllers in cases of repeated or even structural transfer for the processing in question.”\textsuperscript{213}

While SCCs do not suffer from the administrative costs of attaining individual data subjects’ consent, they lack the flexibility required to negotiate in practice.\textsuperscript{214} SCCs are presumed permissible because the EC has issued explicit language for contracts that meet

\begin{footnotes}
\footnote{208. See Weiss & Archick, supra note 72 (stating that many US industries maintain that the US approach to data privacy is more nimble than the EU’s policy and thus urge comprehensive data protection legislation).}
\footnote{210. Id.}
\footnote{211. Directive 95/46/EC of the European Parliament and of the Council on the protection of individuals with regard to the processing of personal data and on the free movement of such data, art. 2, 1995 O.J. (L 281) 31.}
\footnote{212. See Commission Regulation 2016/679 of April 27, 2016, General Data Protection Regulation, 2016 O.J. (L 119) 2 (noting that under GDPR consent is held out to be valid only “if freely given, specific, informed and unambiguous, and can be revoked at any time”); Determann et al., supra note 209 (stating it is harder to ensure uniform consent in the human resources context because the lack of direct contact between parties does not induce data subjects to grant consent); The Honorable Julie Brill, U.S. Fed. Trade Comm’n, Presentation to the European Institute: Safe Harbor: The Schrems Case and What Comes Next (Oct. 20, 2015) (GDPR requires that companies expressly disclose the risks of international data transfers; note that human resource-related companies comprise 50% of the Safe Harbor participants).}
\footnote{214. Id.; Gerlach et al., supra note 70, at 6.}
\end{footnotes}
the requisite standards to protect EU data subjects.\textsuperscript{215} For businesses to receive the presumption of adequacy, they cannot amend the SCC's provisions regarding data subjects' privacy rights in any significant manner.\textsuperscript{216} While, technically speaking, companies have the right to edit the SCC as they wish, such alterations would be subject to review by every EU member state and may trigger additional requirements to notify or seek further approval from local EU authorities—requirements that are not only costly, but eliminate the advantages of using the SCC in the first place.\textsuperscript{217} Conversely, certification under a framework like the Privacy Shield enables companies to tailor a privacy policy to their specific purpose without sacrificing efficiency.

BCRs cover all direct and onward data transfers within a company, including those to its subsidiaries or affiliates, and thereby provide intragroup coverage.\textsuperscript{218} However, BCRs do not protect onward data transfers to unaffiliated entities outside the company in question, including customers, suppliers, distributors, service providers, civil litigants, and government agencies.\textsuperscript{219} This is troublesome because continued compliance is contingent upon companies either having those entities agree to BCRs or implementing other compliance mechanisms to protect the data—a requirement more burdensome on US companies than the self-certification process and onward transfer requirements under the Privacy Shield.

Further, the implementation process can take up to two years, and the BCR specification requirements compel companies to include many details about (1) the company's desire to transfer (including its location, contact information, and business structure), (2) the data transfers or set of data transfers in which the company wishes to engage (including what kind of EU data will be implicated and what type of data subjects), and (3) the type and purpose of processing.\textsuperscript{220} Because of the onerous approval process, BCRs are very expensive to put in place—only one hundred companies globally and thirty in the United States have implemented this mechanism.\textsuperscript{221} Again, compared

\textsuperscript{215.} Determann et al., supra note 209; WEISS & ARCHICK, supra note 72, at 14.
\textsuperscript{216.} See Commission Regulation 2016/679 of 27 April 2016, supra note 212 at 6 (Presumption of adequacy under the SCC when do not alter).
\textsuperscript{217.} Presumptively use SCC because don't want to have to seek out approval of every EU member state, but if amendment to SCC in way implicates data subject privacy right have to effectively do what you were avoiding.
\textsuperscript{218.} GERLACH ET AL., supra note 70, at 6; WEISS & ARCHICK, supra note 72, at 14; Determann et al., supra note 209.
\textsuperscript{219.} See Commission Regulation 2016/679, supra note 212, at 2 (explaining in Art. 47, paragraph 2 that a company might want to engage in onward transfer of data to an entity that is not an affiliate of the company covered under the BCR); Determann et al., supra note 209.
\textsuperscript{220.} WEISS & ARCHICK, supra note 72, at 14; Determann et al., supra note 209.
\textsuperscript{221.} Philip L. Gordon & Tahl Tyson, What Does the European Court of Justice's Invalidation of the U.S.-EU Safe Harbor Framework Mean for U.S.-Based Multinational
to the Privacy Shield’s annual self-certification process, BCR authorization is much more taxing.\textsuperscript{222}

Further, there is a question as to the continuing adequacy of both SCCs and BCRs as alternative mechanisms for compliance.\textsuperscript{223} Following the Schrems case, the Irish Data Protection Commissioner (DPC) noticed that Facebook was continuing to transfer personal data in reliance on SCCs.\textsuperscript{224} The Irish DPC announced its intention to initiate a direct challenge to the validity of EU SCCs, arguing that SCCs suffer from the same weaknesses that led to the invalidation of Safe Harbor.\textsuperscript{225} The hearing before the Irish High Court lasted over five weeks, from February 7, 2017 to March 15, 2017, with the Irish DPC asking the High Court to seek a referral to the CJEU on the issue of the validity of SCCs.\textsuperscript{226} After closing arguments on March 15, 2017, the High Court reserved judgment for a later date. On October 3, 2017, High Court Judge Justice Caroline Costello agreed with the Irish DPC about the questionable status of SCCs, referring the issue of SCCs’ validity to the CJEU.\textsuperscript{227} Some scholars have noted that this rationale for challenging SCCs may call the adequacy of the BCRs into question.

\textsuperscript{222} See supra Part III.A (detailing how a U.S. company must comply under the Safe Harbor Agreement).

\textsuperscript{223} See Determann et al., supra note 209 (noting that these alternative mechanisms could be updated with more specificity or could be complexly eliminated under the GDPR. It is speculated that SCCs applicable to both processors and controllers, which prior to GDPR contained more generalized descriptions, will be updated for specific in reaction to the new data protection regime).


\textsuperscript{225} See SIDLEY, supra note 78 (discussing the complaint and suggesting that “invalidation of model contracts could cause a huge shake up of global data transfers because following the invalidation of Safe Harbor, model contracts are the most popular international data transfer tool”).


Irrespective of the ultimate holding, it is clear that SCCs and BCRs are not more stable mechanisms than the Privacy Shield framework.

Ultimately, while alternatives to the Privacy Shield framework do technically exist, closer analysis of these alternatives suggests that they may not offer measurable advantages that would justify abandoning the self-certification framework. Additionally, certification under the Privacy Shield framework provides unique benefits for companies, undermining arguments for abandoning the framework altogether. Not only does certification provide a presumption of adequate privacy protection that satisfies the EU Data Protection Directive, but this presumption is universally binding on all member states. Member states are obligated to honor the adequacy decision of the EC. Thus, no matter where in the European Union the personal data originates, US companies are able to legally use the data. An additional benefit for companies is the explicit nature of the compliance regime: the conditions under the Privacy Shield are transparent and cost-effective in comparison to the alternative mechanisms for compliance (e.g., consent, BCRS, and SCCs).

D. Privacy Shield Reimagined: EU-U.S. Business Privacy Shield

Rather than discarding the framework entirely, this Note proposes that the basic integrity of the Privacy Shield should remain intact, but the role of the US government within the framework should be removed. By keeping the basic self-certification structure and the Privacy Shield Principles, this approach would allow the European Union and the United States to maintain the progress that the Privacy


229. See supra Part II.B. (while it still remains to be seen if this same presumption of adequacy applies now that Directive will be replaced in 2018, with the General Data Protection Regulation, their extraterritorial provisions both require an “adequacy” standard).


231. Id. But see Determann, et al., supra note 209 (noting that the Privacy Shield Framework still lacks real stability for US Businesses, as the Framework can be changed annually and data subjects are permitted to revoke consent at any time).
A LOOK INTO THE DATA PRIVACY CRYSTAL BALL

Shield has achieved, including more stringent data protections, greater redressability for EU data subjects, and oversight mechanisms.232

1. Regulatory Examples: Fair Labor Association and Worker’s Rights Consortium

The concept of transnational regulation vis-à-vis a public-private arrangement is not novel in other areas of international and transnational law—examples in other industries include investor-state arbitration,233 public-private infrastructure partnerships,234 and corporate self-regulation.235 Corporate self-regulation within the garment and apparel industry provides two prominent examples of private-public regulatory schemes that have accomplished what this Note suggests for the EU-U.S. Privacy Shield.

The first example is the Fair Labor Association (FLA), a collaborative cohort of universities, civil rights organizations, and companies that are committed to safeguarding workers’ rights globally.236 The organization requires companies who join the organization to commit to upholding the FLA Workplace Code of Conduct and to establish monitoring processes to insure internal

232. See supra Part IV.B (referencing the improvements in Privacy Shield from its predecessor).

233. Many of the reasons that diplomatic protection is inadequate to investors, similarly describe issues involving the US Government’s participation in Privacy Shield: the investor is dependent on the political discretion of investor’s government (just as US businesses and the EU are dependent on the enforcement and administration of Privacy Shield by US agencies); the government may refuse to help the investors (US intelligence agencies can push EU data subjects rights aside in the name of public safety or the public interest); and diplomatic protection can be discontinued at any time (just as US agencies can abandon their commitments in Privacy Shield without any legal repercussion). In just the same way that international investment law enabled investors to more efficiently protect their foreign investments by giving them a mechanism for redress, the proposed re-structuring of the Privacy Shield to eliminate the dependency on government enforcement to protect EU data subject rights allows for a more effective protection of EU data subjects by US businesses. See C.L. Lim & Jean Ho, International Investment Arbitration, OXFORD BIBLIOGRAPHIES (last modified April 28, 2016), http://www.oxfordbibliographies.com/view/document/obo-9780199796953/obo-9780199796953-0135.xml [https://perma.cc/Z2WX-XV8Y] (archived Sept. 24, 2017).


235. See generally Rhys Jenkins, Corporate Codes of Conduct: Self Regulation in a Global Economy, UNRISD (April 1, 2001), http://www.unrisd.org/80256B3C005BCCF9/search/E3B3E78BAB9A886DF80256B5E00344278 [https://perma.cc/ALY8-X5JT] (archived Sept. 24, 2017) (discussing the proliferation of corporate codes of conduct and the increased emphasis on corporate responsibility in both the U.S. and abroad during the 1990s).

The threat of random factory inspection and publication of all factory audits provides accountability for companies that opt in to the FLA. These features force participating companies to uphold the Workplace Code of Conduct in order to continue doing business in the market. Beyond ensuring compliance, FLA focuses on creating innovative solutions for labor issues, allowing all interested parties to participate.

Another example of corporate self-regulation is the Worker Rights Consortium (WRC), an independent labor rights organization that specializes in global monitoring of factory working conditions. The organization includes 186 colleges and universities in the United States and abroad that are committed to making sure that university apparel is produced in factories that respect the labor rights of their workers. The WRC’s responsibilities include investigating and documenting violations, and reporting violations to universities. The threat of losing university and collegiate clients motivates apparel manufacturers to comply; by this process, the WRC uses market forces to ensure compliance.


238. CHARTER DOCUMENT, supra note 237, at 16, 24.


240. FLA has supported various studies including hybrid corn production in Argentina, creation of the PREPARE project to encourage worker representation in Bangladesh, and the FLA Fashion Project which works to labor standards are being upheld in global supply chain. See About Us, supra note 236 (detailing goals of the Fair Labor Association).


242. Mission, supra note 241; see also Wells, supra note 241, at 240, 242 (noting that the WRC has been integral in raising “consumer awareness of global sweatshops”).


244. Mission, supra note 241.
2. Replacement of US Government Role with a Data Privacy NGO

Following the example of both the FLA and the WRC, the administration and enforcement responsibilities within the Privacy Shield, previously filled by a variety of US agencies, would be delegated to a Data Privacy NGO. This public-private arrangement would maintain all of the substantive protections and processes of the Privacy Shield, but replace the US government with an NGO that would serve as a supervisory entity. The Data Privacy NGO would ensure companies’ compliance with the Privacy Shield Principles and oversee the redress process for violations of EU data subjects’ privacy rights, similar to the monitoring and investigation functions of the FLA and the WRC.245 Just as corporations who opt into the requirements under the FLA and the WRC are held accountable by market forces, US businesses will commit to compliance, irrespective of the supervisory presence of US agencies, because of their self-motivated desire for reliable and sufficient access to EU data.

The Privacy Shield NGO’s board should be diverse and should include more than just self-interested representatives of US businesses seeking EU personal data.246 It should also include individuals who work in privacy NGOs, both in the European Union and the United States, and EU DPAs or other members of the EC.247 This membership is important to preserve the lines of communication between the European Union and the United States and to provide for greater collaborative action to supplement the annual review required under the new Privacy Shield Framework. Board membership should also include technology experts within the data privacy field for two reasons: (1) to serve as a resource for determining whether standards for US corporations are reasonable, and (2) to ensure that the Privacy Shield Framework is evolving with current technology.

245. See About Us, supra note 236 (explaining the structure and role of the FLA); Wells, supra note 241 (explaining the role of the WRC in the closing of a Honduran Russell Athletic Plant).

246. See Wells, supra note 241, at 242 (stating that the WRC Board does not include corporate representatives for fear of capture by the apparel industry, a common criticism of the FLA’s factory monitoring proposal, which would have allowed companies to have notice and choice of monitor prior to factory inspection). This Note proposes that the Privacy Shield NGO Board can and should include a small, minority corporate representation. However, the inclusion of EU and US privacy and technology experts will ensure that the Board considers all perspectives, creating workable standards.

247. To protect WRC capture by the apparel industry, governance is based on three constituencies (United Students Against Sweatshops, labor rights experts, and member universities), each electing five directors to sit on the Board. See Wells, supra note 241, at 242.
3. Advantages to Data Privacy NGO Enforcement of EU-U.S. Business Privacy Shield

Transforming the Privacy Shield into a public-private transnational agreement eliminates the weaknesses that could potentially invalidate the agreement. When looking at the weaknesses and the challenges that face the Privacy Shield, surveillance remains a cancerous element.\textsuperscript{248} While the Privacy Shield places some limitations on US surveillance and collection of EU personal data,\textsuperscript{249} it lacks any concrete assurance against indiscriminate collection and processing—especially within the context of a less privacy-protectionist administration.\textsuperscript{250} This serves to critically threaten the future of the EU-U.S. Privacy Shield.\textsuperscript{251}

Additionally, when it invalidated Safe Harbor, the CJEU expressed concern that nothing bound the US government to its promises under the Framework.\textsuperscript{252} Jan Phillip Albrecht, a leading member of the European Parliament on data privacy issues, expressed similar concerns about the new Privacy Shield agreement, noting its lack of "legally binding improvements."\textsuperscript{253} Restructuring the Privacy Shield as a public-private agreement that relies on corporate self-regulation provides a solution to both concerns of surveillance\textsuperscript{254} and the lack of binding commitments\textsuperscript{255} from US agencies: rather than attempting to "legally bind" US agencies to enforce privacy rules on private corporations, this framework would rely on market forces to naturally incentivize such corporations to comply.

Though some might criticize a public-private restructuring of the Privacy Shield for punting the surveillance issue to the side, it is out of necessity. Rather than let the problem of the permissible level of US surveillance poison the rest of the Privacy Shield, the solution proposed here chooses to write out the potential cause of invalidation. Thus, the question of US government surveillance on EU citizens should be

\textsuperscript{248} See WP 29 Statement, supra note 115 (emphasizing that surveillance is still an issue under Privacy Shield); see generally supra Part IV.C.1.

\textsuperscript{249} See Litt, supra note 118.

\textsuperscript{250} See WP 29 Statement, supra note 115 (noting that surveillance is still a concern under Privacy Shield); see generally supra Part IV.C.1.

\textsuperscript{251} WP 29 Statement, supra note 115.

\textsuperscript{252} See supra Part III.B (noting that one of the CJEU’s criticisms when invalidating the EU-U.S. Safe Harbor was the absence of a mechanism binding the U.S. government to uphold their side of the bargain).


\textsuperscript{254} See supra Part IV.C.1 (describing the continued issue of protections from surveillance by U.S. Intelligence Authorities under the EU-U.S. Privacy Shield).

\textsuperscript{255} See supra Part IV.C.2.i (describing how the lack of binding commitments from the U.S. is particularly troubling in the new Trump Administration).
handled separately and at a different time between the United States and the European Union. The data sharing agreement need not sink because of the periphery issue of surveillance.

While a public-private arrangement eliminates the need to directly tackle the surveillance issue, the Privacy Shield NGO could take other remedial actions to indirectly address surveillance.\(^\text{256}\) First, the Privacy Shield NGO can work with US businesses to reduce opportunities for US government surveillance, including tightening up the data retention principle so that US companies do not possess EU data for long stretches of time.\(^\text{257}\) This would reduce the chance that US intelligence authorities could compel production.\(^\text{258}\) Further, appointing data protection experts to the NGO's Board would encourage innovation with regard to protections against indiscriminate surveillance by intelligence authorities.\(^\text{259}\)

A common complaint about corporate self-regulation is that it is industry-funded.\(^\text{260}\) A Privacy Shield NGO will not be immune to this critique. But this Note proposes that the combination of US businesses' desire to engage in the market of EU personal data and the checks on self-interested action by a diverse board would limit the risk that the NGO will become an agent of the industry rather than remain an independent supervisory entity.

Ultimately, an EU-U.S. Business Privacy Shield agreement would allow the surveillance issue to be dealt with in other capacities and would protect against the threat of political instability both under the current administration and in the future. By eliminating the US government's role in enforcement, this arrangement would be limited to self-interested participants: US businesses that seek EU data and the EC, which is concerned about protecting its citizens' fundamental right to privacy.


\(^{257}\) See id. (just as the FLA helps to create creative solutions for global labor issues, the Data Privacy NGO can work together to more efficiently protect EU data subjects' fundamental right to data privacy).

\(^{258}\) See id.


\(^{260}\) Id.
VI. CONCLUSION

The transatlantic trade of personal data between the European Union and the United States is of critical importance. The EU-U.S. Privacy Shield is the most recent attempt by the trading partners to reach a mutually satisfactory agreement allowing for the transfer of EU personal data to the United States. When compared to its predecessor, the EU-U.S. Safe Harbor, the Privacy Shield Framework features numerous upgrades including improved data protection mechanisms, more thorough redress, and increased oversight by the US government. However, despite these developments, shortcomings of the EU-U.S. Privacy Shield still exist, including a lack of concrete protections from U.S. surveillance and external factors in both the European Union and the United States that threaten the future of the Framework.

As it stands, today's data privacy landscape is filled with uncertainty. While the EU-U.S. Privacy Shield is by no means a perfect settlement between trading partners, the need for an efficient mechanism of trade is of paramount concern for all involved. By restructuring the current framework into a public-private EU-U.S. business arrangement and forming a Data Privacy NGO to take over the administrative and enforcement role of US agencies, the framework has a chance at continued vitality and evolution.
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